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NAEA U ITPAKTUKA

A.B. TYPOBOB, M.I. MUPOHIOK"

SMIIUPUYECKAS MOJEJb AHAJIU3A
JIMHAMUKUA AJITOPUTMU3ALIUU
(TEXHOJIOI'MM UCKYCCTBEHHOI'O UHTEJLJIEKTA)
B COEPE OBECIIEYEHUS BE3OIMMACHOCTH
HA MPUMEPE CILA'

Annomayus. Kak MeHsieTcst cuctema 0€30MacHOCTH FOCY1apCTBa TMOJT BIUSHHEM
TEXHOJIOTHU HCKyccTBeHHOro uHreiwiekra (M)? B cratke mpemiaraercs sMmupuye-
CKast MOZIENb OLIEHMBAHMS CUCTEMBI Oe30macHOCTH TocyaapeTsa (Ha npumepe CIIIA) Ha
OCHOBE IT0Ka3aTelisl COINIACOBAaHHOCTH (KOHCUCTEHTHOCTH) 0€30MacHOCTH, U3MEpSIoLLe-
r0 TO, KaK TOCYJapCTBO OIIEHMBAET Yrpo3bl (IIOKa3aTeNlb YIpo3), a TakkKe HaIWIHBINA
YPOBEHb BO3MOXKHOCTEH Ul MX OTpaXkeHHUs (TOKas3aTenb BO3MOXKHOCTEH) MPUMEHH-
TENBHO K TEXHOJOTHSM HCKYCCTBEHHOTO HHTeJUIeKTa. [loka3arenb COrjlacoBaHHOCTH
(KOHCHCTEHTHOCTH) O€30MAaCHOCTH, MO CYTH, OMHCHIBAET TO, KAK TOCYIapCTBO CHOCO0-

’ TypoGoB Aunexceii BaamumupoBu4, Hay4Hbl coTpyaHuk Paxymnprera
COIMANBHBIX HAyK, IIpernojaBaTenb JlenapTaMenTa MONUTHKY U YIPABICHHS, aCTHPAHT
ACIHMPaAHTCKOHN MIKOJIHI MO IMOJUTHIECKUM HaykaM, HalmoHaNbHEIA HCCIe 0BaTeb-
cknii yHmBepcuTeT «Bpicmas mkoma skoHomukm» (MockBa, Poccus), e-mail:
aturobov@hse.ru; Muponiok Muxann 'puropbeBMY, KaHIUIAT MOJUTHYECKUX
HayK, JOIeHT JlemapTaMeHTa MOJIUTUKK M ynpasieHusa, HanmonansHeINH Hccaeno-
BaTEJIbCKUIT yHHMBepcuTeT «Bbicmias mkona skoHomukn» (Mocksa, Poccus), e-mail:
mmironyuk@hse.ru

"MccnenoBanue BBITOMHEHO MY (MHAHCOBOH Tomnepkke POOU u SUCH B
pamkax Hay4gHoro mpoekra Ne20-011-31658. ABTOpBI BBIpaXalOT O0JaroJapHOCTbH
AQHOHMMHBIM pPELeH3eHTaM 3a KPUTHKY, a Taroke B.B. Kabepaunky (MITMMO MU/ Poc-
cun) u JI.B. Crepanosuay (MMOMO PAH nmenn E.M. IIpumakoBa) 3a moguepxky u
LICHHBIE IIPE/ITI0XKEHHSL.

© Typobos A.B., Mupontok M.T"., 2021 DOI: 10.31249/poln/2021.03.04



Political science (RU), 2021, N 3 73

HO OLICHMBATh yTpo3bl (IIOKa3aTeNnb yrpo3), M OTBEYAET Ha BONPOC, OOJIANALT JIU TOCy-
JTApCTBO HEOOXOAMMBIM YPOBHEM BO3MOXKHOCTEH JUIS MX OTpakKeHHs (IIOKa3aTelb BO3-
MOXHOCTEH).

Pa3paboranHas Mozienb (a Takke KOHIENTYaIH3alns TEXHOJIOTUH HCKYCCTBECH-
HOTO HWHTEJUIEKTa B KOHTEKCTe cepbl obecredeHHs 0e30IacHOCTH) MPEeRoCTaBIIeT
CBHJIETENILCTBA TOTO, «KaK» IPOMCXOIAT U3MEeHeHUs B cepe obecredeHns 6e30macHo-
CTH TPH MOMOIIM 3MIMPUYECKOH MOZENH, W HPEJCTaBIseT COOOH MHCTPYMEHT IS
M3YUeHHSI COOTBETCTBYIOIINX M3MEHEHHI M OLICHKN CHCTEMbI 0OecreueHus 6e30nacHo-
cTu rocynapctsa. Heob6xonumo 0003HAUNTh OrpaHUYEHNE HCCIEIOBAHUS: MBI HE pac-
CMaTpUBaeM HEIMOCPECTBEHHBIE BOCHHBIE NPUIOXKEHUS B 00JACTH aBTOMATH3alMU U
AITOPUTMH3AINH (TEXHOJIOTHH UCKYCCTBEHHOTO HHTEIUIEKTA).

Banmuuzanust mpencTaBiIeHHOH SMIMPHYIECKOH MOJENH NPOBOIMIACH Ha Keifce
CIHIA (amanm3y momjiexaT BOCEMb BPEMEHHBIX IPOMEXKYTKOB, a mMeHHO: 1999, 2002,
2006, 2010, 2012, 2015, 2017, 2019 rr.). [IpumeudaTenbHO TO, KaK MEHSIIOTCS C Pa3BUTUEM
CaMoOi TEXHOJIOTHH «3aMHTEPECOBAaHHOCTE) TOCYapCTBa U ONPEEIeHNe YTPo3, a TakxKe
CTpeMI/ITe.]'lebII\/'l poct BO3MOYKHOCTECH TEXHOJIOTHU UCKYCCTBEHHOI'O MHTEJUIEKTa (B roabl
MAaKCUMAJIBHOT'O MPOrpecca B BBIYUCIUTEIBHBIX MOUIHOCTAX U ITOABJICHUS HOBBIX aJlro-
putMoB), a ¢ 2012 r. fuHamMuKa — OoJiee TIOCTyMaTeNlbHAsl, TAK KaK BCE HOBBIE W HOBBIE
«OTKPBITHS» UMEIOT CKOpee He PEBOIFOLIMOHHBIN, a SBOTIOIMOHHBII XapaKTep.

OTIMUUTEeTEHOH Y9epToi MOJENH SIBISETCS €€ MacIiTabupyeMOCTh, KOTOpasi BBI-
paxkaeTcss B BOSMOXKHOCTH 3aMEHBI TEXHOJIOTUH MCKYCCTBEHHOTO MHTEIUIEKTa Ha JII000it
Jpyroit THIT HU(POBEIX TEXHOIOTHH. B pe3ysbraTe MOSBISETCS BOSMOXKHOCTD TIPOCIIEKH-
BaTh JMHAMHKY W3MEHEHUH CHCTEMBI O€30IIaCHOCTH IrOCy1apCTBa, HO YKe MPUMEHHUTENb-
HO K UHBIM TE€XHOJIOTHM, a 3aTEM IIPOBOAUTDH CpaBHHTeHbeIP’I aHaJu3 CTpaH.

Kniouesvle cnosa: ©€30IaCHOCTb; UCCIENOBaHUS OE30MacHOCTH; MOJENb; HC-
KyCCTBEHHBIN MHTEIJIIEKT; OLICHKA YTPO3; CHCTeMa Oe30MacHOCTH TOCYAapCTBa.

Jna yumuposanus: Typo6os A.B., Muponiok M.I'. Dmnupudeckass Mozens
aHAIM3a JMHAMUKY adTOPUTMU3ANNN (TEXHOJIOTHH UCKYCCTBEHHOTO MHTEIUIEKTa) B ce-
pe obecreuenus OesomacHoctH Ha mpumepe CIHIA // Tlonmtrueckas mayka. — 2021. —
Ne 3. —C. 72-111. — DOL: http://www.doi.org/10.31249/poln/2021.03.04

BBeaenne

®dyTyposiory, TyOJMIMCTHI M, HAKOHEI, HCCICIOBaTEed BCe
Oospiie yTBepkIaloT (IpaBaa, MEepBbIE CKOpee «IPEeaBUASAT» U, BO3-
MOJKHO, CTaparoTcs MpenyNpeanTh), YTO TEXHOJOTHH, 0003HaYaeMble
MOHATHEM «UCKYCCTBEHHBIH MHTEIJUIEKT», MEHSIOT NMPUBBIYHBINA YKIIaJ
BO BHYTPCHHEW W MEXIYyHApOJHOW 0E30MacHOCTH, TPAHCHOPMHUPYIOT
cdepy obecriedeHus: 6€30MaCHOCTH U, BEPOSITHO, TPEOYIOT HHOTO MO/-
X0/1a KO BCeil cucreme 0e30MacHOCTH.

Ho kak nMeHHO MeHseTcs cucTeMa 0e30MacHOCTH TOCyJapcTBa
TIOJT BITUSTHUEM PacTIpOCTPAHEHUS «UCKYCCTBEHHOTO MHTeNekTa» (1I1)?
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Hexoropsle uccnenoBaresiin BBICKAa3bIBAIOT OMACEHHs, YTO pac-
LIMPEHUE BO3MOKHOCTEH OOBIYHBIX BOOPYKEHHH NPH MOMOILU HCKYC-
CTBEHHOTO MHTEJUIEKTa yCyryOisieT pUCK HelpeIHaMEpEeHHOH JCKala-
UM, BBI3BAHHOW OOBEAMHEHHMEM SIEPHOTO M  CTPATETHYECKOTO
HESIIEPHOTO OPYXKHS M BO3PACTAIOLIEH CKOPOCTHIO BOMHBI, TEM CaMBIM
MOJPBIBasE CTPATErMUYECKYIO0 CTaOMJIBHOCTh W YBEIMYHMBAS PUCK sICp-
HOW KoH(poHTanmu [Johnson, 2020]. Takxke yka3biBaeTcs, 4TO Tepe-
JIOBBIE BO3MOXHOCTH, TAKME KaK aBTOHOMHBIE PO JAPOHOB U THIIEP3BY-
KOBOE Opyue, ynpasisemsle U, OynyT uMeTh necTabuiansupyouee
BO3/ICHCTBHE HA CTPATETHUYECKOM YpOBHE KOH(IMKTa U 0ojee TOro —
3HAUUTENBHO YBEJIMYAT CKOPOCTh U TEMII BEACHHUs OOEBBIX OIEpaui
[Ibid., p. 29-30]. C mparmaruueckoii Touku 3penusi, U uaTerpupyer-
Cs1 B BBINIOJIHEHUE OOEBBIX 3a7ay ¢ LEJIbI0 yIy4IICHHUs 3HaHUH 00 ore-
paTuBHON 0OCTaHOBKE, O BO3MOXKHOCTSX INPOTUBHHKA, & TaKKe odecrie-
YMBAaET CKOPOCTb M TOYHOCTH HACTYHATEJBHBIX M OOOPOHUTEIBHBIX
BoopykeHuit [Davis, 2019]. CriennanbHbIi BEITYCK XypHana «J/{uanor
o 6ezonacHocTm» (Security Dialogue) 3a 2017 r. HOTHOCTBIO TOCBAIICH
npobiematuxke MU, noasoas unTareneil K MbICIM O POCTE HEOIpene-
JIEHHOCTH Oy ry1ero (Kak Obl JIFOJIIM HU XOTEIIOCh 00PaTHOTO), IpHYEM
B cepe 0€30MacHOCTH, a TAKXKe [TOJHUMAET NMPOOJIEMbl IPUHATHUS pe-
nieHuil B cepe odecrieueHUst OE30MIaCHOCTU B YCIOBHAX Kak pa3 ele
Goublieit HeonpeaenenHocTH' [Amoore, Raley, 2017].

Hpyras cropona U B cdepe obecriedenus: 6e30macHOCTH pac-
cmarpuBaeTcss M. DepriocoHoM (uUepe3 Mmpu3My HpoOJIEMBl «UEPHOTO
ALIMKa» alropuTMoB). VcciienoBarens yTBEp)KAaeT, 4TO BOGHHOE KO-
MaHJI0BaHUE AOJDKHO OBITh COCPEIOTOYEHO HAa MHPOPMUPOBAHUU BBIC-
LIMX PYKOBOJUTENEH OOOPOHHBIX BEIOMCTB M IOJUTHUKOB O TOM, YETO
HE moxer cnenate U u uto moxer noitu He Tak [Ferguson, 2019,
p. 141]. UupiMH crioBamMu, BaXHO MOMHHUTb, YTO CKOJBKO BO3MOXHO-
creil nmpemiaraer MU, cTonbko k€ OTBETCTBEHHOCTH 3TH TEXHOJIOTHH
BIIEKyT 3a coboii [Ibid., p. 141].

B menom pe3ynbTaThl akaieMHYECKHX W MPUKIATHBIX HCCIEHO0-
BaHuii 1 B Poccuu’, M 3a pyOeKOM YKa3bIBAIOT HA ONMpEICICHHBIE H3-

! TlokasaTenbHO, 4TO HEOMPEIETCHHOCTb, IO BEPCHH ABTOPOB, CBS3aHA MMEHHO
C aNropuTMaMH, Kak OyJATO pelIeHHs, MIPUHUMAEMbIe JTIOJbMH, — UCKIIOUUTEIBHO pPa-
IIHOHAIBHEI, TIPO3PAYHEI, TOHATHEI U CYIIECTBYIOT B YCIIOBHSIX ONPENEICHHOCTH.

2 Oo6pamaer Ha ceOst BHUMaHHE TO, 4T0 B «JHImKIoneann PBCH» Ha odumm-
anpHOM caiite MuHucTepcTBa 000poHBI PO mpucyrctByer crathsi «/cKycCTBEeHHBII
HHTEIUICKT B BOGHHOM Jiesie», KoTopas onpezaenseTr VU kak ob6nactb ncciaenoBaHul, HO
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MeHeHus (a Takxke (QUKCUPYIOT 00ECIIOKOEHHOCTh WJIM Ja)e TPEBOTY,
CBSI3aHHYIO C TAKMMHU U3MEHEHUSIMH) B cepe 0e30IacHOCTH MO BIU-
HueM texHosoruii M. OnHako mano nuccinenoBannii (POKyCHPYIOTCS Ha
paccmotpenuu Toro, KAK mmenno texnonorun MU nponukator B che-
py obecneuenust Oe3omacHoctd, a Takke KAKUE m3menenus mpowmc-
XOZAT B caMoil cucteme Oe30macHOCTH rocyaapersa. IlpakTuuecku or-
CYTCTBYET NMOHHUMAaHHE TOrO, KAKOWH aHAINTHYECKHH HHCTPYMEHTapui
(MeTon / moaxon) MO3BOJIET NPOCTIEIUTh TAKHE U3MEHEHUS C BO3MOXK-
HOCTBIO OLICHKM IOCJIENCTBUH Al cUCTeMBl Oe3omacHocTH. besycios-
HO, 9KCIEPTHBIE MHTEPBBIO IPEAOCTABISIOT HEKOTOPYIO IIOUBY» VIS
MCCIIeI0OBAHUI, OHAKO MOIBITKUA «OOBEKTHBHOTO» B3IJISIA HA CUCTEMY
0e30IacHOCTH TIOCPEICTBOM KOJIMYECTBEHHOM METOMOJIOTHM BEChbMa
penku. He mpeymeHblnas 3HayeHHE 3KCHEPTHOTO 3HAHMS, MBI CTpe-
MHMCS €r0 JONOJIHUTE 0oJiee Bepu(pUIUPYEMbIMU CBUACTEILCTBAMHU.

JaHHasi cTaThsl NPENOCTABISET OINpPEIC/ICHHbIE CBHICTEIbCTBA
toro, KAK mpoucxonsr usmenenus B cepe obecrniedeHus: 0€301macHo-
CTH IpPU TOMOIIM 3MIIMPUYECKOH MoJenu (MHCTPYMEHTAa) W3yUCHHS
W3MEHEHUH U OLIEHKM CHCTeMbl 0€30MaCHOCTH IOCyAapcTBa — Ha MpH-
mepe CIIA. B pabore mpeanaraercs SMIupuyeckas MOZIENb OlleHUBa-
HHUSI CUCTEMBI 0E30IIaCHOCTH roCylapcTBa HAa OCHOBE IOKAa3aTels Co-
IJIACOBAaHHOCTH (KOHCHCTEHTHOCTH) 0€30MacHOCTH, ONpPEAEsIeMO Kak
OTHOLIEHUE HHAMKATOpa BO3MOXKHOCTeH TexHonoruii UM u oneHku
yrpo3. Mopenb corinacoBaHHOCTH (KOHCHCTEHTHOCTH) O€30IacHOCTH
MOKAa3bIBACT, KAK TOCYAAapCTBO CIIOCOOHO OLIEHMBATH YIPO3bl (TIOKa3a-
TEJIb YIPpo3) C MOCIEAYIOIUM IyOJIMYHBIM UX ONpelesieHHeM B oHLu-
AIBHBIX JOKYMEHTaxX, U OIpedessieT TO, 00JalaeT JIM TOCyAapCcTBO He-
00X0ANMBIM YPOBHEM BO3MOXKHOCTEH AJISI MX OTpa)kKeHUs (IIoKa3aTenb
BO3MOYKHOCTEH).

CTpyKTypy CTaTbu MOXKHO HIPEACTaBUThH CIEIYIOLIMM OOpa3oM:
CHayasa gaeTcs 0030p 3BoronuHu cdepsl odecredeHus: 6€30IMacHOCTH C
LEeJbI0 «JIoKanuzauuuy Texnonoruit UM B Heil. Jlanee Mbl onpenenseM
MOHATHE «MCKYCCTBEHHBIM MHTEIUIEKT» (IJIs LeJied JaHHOTO HCCIIeNo-
BaHMsI). 3aT€M ONHUCHIBACTCS SMIMPHUECKasi MOJENb, JaHHbIC U OOLIU
IU3aiiH McCcIe0BaHus. YUNTBIBas, YTO pedb HIET O «cHcTeMe 0e3o-

[PU 3TOM OTMEYAeT PeajbHOCTh BHEIAPCHUS AOCTIKCHHU HCCIEAOBAHHMU, TIPHYEM HE
TOJIBKO JUTSI CO3[AHUsI «MHTEIUIEKTYAIbHBIX CHCTEM M 00pa3IoB BOOPYXKEHHs (B 4acT-
HOCTHU — MX OOPTOBBIX CHCTEM YIIPABIICHHUS) Pa3IMYHOTO Ha3HaueHus». [logpobHee cM.:
https://encyclopedia.mil.ru/encyclopedia/dictionary/details_rvsn.htm?id=13200@morf
Dictionary.
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MACHOCTH», Mbl PACCMaTPUBAEM J[Ba KJIIOYEBBIX JIEMEHTa — BO3MOXKHO-
CTH TEXHOJOTMH M OLEHKa yrposbl. Jlamee NpUBOASTCS pe3yJbTaThl
NPUMEHEHHUs] MOJENM Ha IpUMepe CHCTEMbl oOecredeHus: 0e30macHo-
ctu CHIA u, HakoHeL, NPEACTAaBIISIOTCS HEKOTOPHIE BBIBOJBI HAIIETO
UCCIIeIOBAHUSI.

Baxnoe orpanmueHne — Mbl He (OKyCHpyeMcCsi Ha BOEHHO-
TexHu4eckoM n3MepeHnu M. Mel He hoKycupyeMcsi Ha MHOTOJIETHEM
PasBUTHUM aBTOMAaTHU3UPOBAHHBIX CHCTEM (YIIPaBJICHHUS) BOCHHOTO Ha-
3HA4YCHUS], B TOM YHCIIe OOPTOBBIX CUCTEM M (MJIM) CUCTEM YIPaBJICHUS
BOMCKaMH, MOAJACPKKH NMPUHATHUS PELICHU H T.I. MBI HE OLleHUBaeM
HaJlMuue WiM orcyTcTBue BiusHUS WM Ha KOHIENTyalbHYIO COCTaB-
JISIFOILYI0 BOGHHBIX T€XHOJIOTHH U BEJECHUS BOMH. MBI hUKCHUpyeM, 4To
JUCKYCCHU Ha 3TOT CYET MIAYT M JAIEKU OT 3aBEPLICHHUS, U MpeIoKe-
HUSI aBTOPUTETHBIX HCCIIENOBaTeNe M MPaKTHKOB (Yalle — OTCTaBHU-
KOB) BKJIIOUUTh JUCKYCCHIO O nepcnekTuBax MU B KOHTEKCTE sIepHOTO
OpYXHsI B TIEPETOBOPHI 110 PA30PyKECHHUIO HE YTUXAIOT, @ CKOpPEE CTaHO-
BATCSI [pOMYE.

JBoJrouus chepol odecnevyeHust 6€30MACHOCTH

Codepa obecrieuenust OezomacHOCTH He cratMyHa. Hamomnenue
CaMMX KOHCTPYKTOB «0€30IaCHOCTBY U «yTpo3a» pa3BHBAETCS, U Ipa-
HULBI / cepbl PacCHpOCTPaHEHHSI HALIMOHAIBHON 0€30IacCHOCTH TaKXkKe
TpaHchopMupyroTcs. TpaaumoHHO obecrieueHHe Oe3011acHOCTH pac-
CMaTpUBAJIOCh B BOEHHBIX Karteropusix [Wright, 1942; Mead Earle,
1944; Bayley, 1975; Paret, 1986; Baldwin, 1995; Parker, 1996]. Yrpo-
3aMu 0€30MIaCHOCTH BOCHPUHHUMAIINCH TOJBKO T€ YIPO3bl, KOTOpPHIE He-
MOCPEICTBEHHO HAXOJWJIMCh B IUNIOCKOCTH BOGHHON T'OTOBHOCTH / BO3-
MOXHOCTEH TocyaapcTB. VIMEHHO NHOATOMY HCCIEIOBaHHS BOHHBI U
MHpa SIBJISIIOTCS OTIEIBHBIM HalpaBlICHUEM aKaJEeMHUYECKHX HCCIIEeN0-
BaHui. IlepBuuHO MccnenoBanus ObUIM HampaBiieHbl Ha Tpuamy: State
Power — War — Strategy.

[Tocne IlepBoil MUPOBOW BOWHBI 3pENOCTH JOCTUracT KOHLICHLIMA
KoJuteKTHBHOU Ge3omacHocth [Kennedy, 1987], XOTS NpakTUKW KOJUIEK-
THUBHOW 0€30MacHOCTH (B PaMKaxX Y3KMX albsSHCOB) — 3TO CYIIECTBEHHO
Oonee panHee siBieHue. KosekriBHas 6€3011aCHOCTh HE NACHTHYHA MEX-
IyHaponHoi O6e3onacHocTy. KosutekTuBHas 6€301acHOCTh pacIpOCTpaHs-
€TCsl TOJIBKO Ha TE€X aKTOPOB (IOCYAapcTBa), KOTOPBIC B3SUIM Ha ce0st OT-
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BETCTBEHHOCTH 3a TOJyIep KaHKe OIpPEeIeHHOr0 YPOBHS 0O€30MacHOCTH
(TT0 MEXIyHApOAHBIM COTJIAIIeHHIM U foroBopaM). [locne Bropoii mupo-
Boi BouHBEI [Wolfers, 1952; Buzan, 1991; Baldwin, 1997] xoHuenmms
0€301acHOCTH MTOCTOSTHHO MOJIEPHU3UPOBAIACH, TaK KaK caM (DakT MUPO-
BOW BOWHBI TIPOJIEMOHCTPHPOBAN HECOCTOSTENHFHOCTh JEHCTBYIOIIHX
paHee MOIX0/I0B K 00eCIIeYeHNI0 OE30MaCHOCTH, U MPUBEPKEHHOCTh KOJI-
JIEKTUBHOHM 0E30MacHOCTH BEJIHMKUX JEp)KaB W JIaKe CBepXJeprkaB (C co3-
JTAHUEM COOTBETCTBYIOIIE CHCTEMBI) CTAHOBHUTCS JIOMUHHUPYIOIIEH paK-
THKOH, TI0 KpaifHer Mepe MyOIryIHO.

i Hac cymiecTBEHHO, YTO M3YYEHHE ONBITA XOJOJHOW BOWHBI
Croco0CTBOBANIO BXOAY B MIMPOKHUIT 000poT ¢ 1991 r. Teopun cexpropu-
tu3anuu [Buzan et al., 1998; Balzacq, 2011] u cexTopaibHOT0 1MoaX0/1a
Kk OeszomacHocTH [Buzan, 1991; Buzan, Waever, 2003; Brauch et al.,
2008; Floyd, Matthew, 2013; Hanlon, Christie, 2016; Neack, 2017],
KOTOpBIE OOBIYHO aTpuOyTHpyIoTcs KomeHrareHckoil mkose Oe3omnac-
HOCTH. [laHHBIN MOAXOJ pacIIMpHI KIIACCHYECKHE TPEACTaBICHHS O
cekTopax Oe3omacHOCTH (HE TONBKO BOGHHas c(epa, HE TONBKO CyBe-
PEHHUTET TOCYAapCTBa) M BKIIOYHI SKOHOMHUYECKHH, DKOJOTHYECKHH,
COMAJbHBI W TONUTHYECKUH cekTopa. HecMOTps Ha KpUTHKY U
0OBEKTUBHBIC HEJOCTATKH 3asBIIEMOTO TOJX0Aa (CM., HalpuMmep, Te-
3uchl [laprkckolt mIKobl 0e301MacHOCTH), pacuIMpeHre CEKTOPOB MPO-
nmoibkaercs. Hampumep, wHbopMmammonHas Oe3onmacHocTh [Nance,
Straub, 1988; Alter, Sherer, 2004; Deshmuhk, Ashutosh, 2004;
Bulgurcu et al., 2010; Whitman, Mattord, 2011] (urpopmMannoHHEIH
CEKTOp) BBIJENSAETCS HE MPOCTO B OTHAEIBHBIN CEKTOpP, a MPOHU3BIBAET
BCE CEKTOpa O0€30MaCHOCTH H, 110 CYTH, SBISIETCS OJHUM U3 KIIFOUEBBIX.
TouHO Takke BBIAENSAETCS KHOEpOE30MacHOCTh, KOTOpas aKTUBHO
«IPOHUKAET» BO BCE CEKTOPa OE30MMacHOCTH.

Kpatkoe npencrasnenue sBomonnu cepsl odecrieueHust 6e30-
MAacCHOCTH HeoO0XoanMo st (POKYCHPOBKHM TIOHUMAaHHs 0e30MacHOCTH
JTAHHOTO WccienoBaHus. MBI HE OTOXKIECTBIIsIEM BOCHHYIO Oe3orac-
HOCTB (OTCYTCTBHE YTPO3 U BEI30BOB BOSHHOTO CBOMCTBA) C O€30macHo-
CTBIO TOCYIAPCTBA KaK TakoBOW. Takke clelyeT OTMETUTh B Clieli(uKy
paccMmarpuBaemMoro Hamu rocynapcrsa — CILIA, ycreniHo nmpuMeHso-
IETO JIOTHUKY CEKbIOPUTH3AINH JUISI COXPAHEHUS CTaTyC-KBO B MUPOBOMA
ITOJIUTHUKE.

CoOOTBETCTBEHHO, IaHHOE WCCIIECJIOBAHNE HAXOAUTCS B TIPEIMET-
HOM II0JIe UCCIIeZIOBaHUI 0e30MacHOCTH (security studies) u moYMHEHO
ero Joruke. MBI YMBIIUIEHO HE YYHUTHIBAIA KaKWe-TO KOHKPETHBIE
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BOCHHBIC TEXHOJOTMH M / WK cHeuu(UYHBIE CHCTEMBbl BOOPY>KEHHH
U T.J., HOTOMy YTO HAcC MHTEPECYeT HENOCPEIACTBEHHO «CIIETIOK»
COCTOSIHUSL JIeTT 371ech U ceiiuac — B cdepe obecrnedeHus: 0€30MacHOCTH
KOHKPETHOH cTpanbl. be3yciioBHO, Bce yKka3aHHBIE IPEeAMETHbBIE Chephl
B3aUMOCBSI3aHBl, KaK, COOCTBEHHO, M BCE B COLMAJbHBIX HayKax.
VIMEeHHO TO3TOMY MBI KOHLENTYaJIH3UPYEM M OIEpalMOHAIU3UPYEM
KaK «0e301acHOCTh», TaK M caMy TexHonoruo MU', u popmupyem sm-
MUPUYECKYIO MOJENb 110 JOCTYITHBIM U BepU(UIUPYEMBIM JaHHBIM.

Yto Takoe «MCKYCCTBEHHbIH MHTENIEKT» ?

B pamkax manHoro ucciemoBaHusi HeoOxomumo (1) ycraHOBUTH
ennHooOpa3ne B moHnMaHuu TexHonornd MU u (2) xoHmenTtyammsupo-
Barh TexHonorun MU otHocuTensHO cdepbl obecrieueHnss O€30IacHOCTH.
Pemenne obenx 3amad MoApasyMeBaeT NEPBUYHBIN aHANIN3 aKageMHude-
CKOHM JIUTEpaTypbl ISl MOJIYYCHHUs] ONTHMAaIbHONH ACUHHULMM C TIOCiIe-
IOyIOIeH aKTyalu3alyeil onpeneieHHs Ha OCHOBaHMM OT4eToB (policy
reports) 1 HOPMaTHBHO-IIPABOBBIX aKTOB B cdepe odecrieueHus: Oe3omac-
HOCTH.

CymiecTByIoT pa3sHooOpa3Hble KOHUENuuu nonnmanust MU, Ho B
HIMPOKOM CMBICJIC JaHHBIN B HU(PPOBBIX TEXHOJOTHH ONPEACISIOT KaK
UHTEIJIEKTYalbHbIE CHCTEMBI CO CIOCOOHOCTBIO AyMaTb M YUUTCS
[Russel, Norvig, 2010]. Ilo cyTtu, 3T0 pa3HOPOAHBIA HAOOpP MHCTPYMEH-
TOB, METOZOB M KOHKPETHHIX anroputMmoB [Jarrahi, 2018]. Paznuuanbie
NPWIOKEHUS] 1 METOABI — OT HEHPOHHBIX ceTeil (M Mozenel riry0ooKoro
MAaIIMHHOTO O0OY4YeHMsI) 10 pacIio3HABAHUS peur U / nin 00pa3oB U reHe-
THYECKHUX AJITOPUTMOB, 00pab0OTKa €CTECTBEHHOI'O S3bIKa M MAallMHHOE
3peHue — 00bEANHEHBI «30HTUUHBIMY MTOHATHEM TexHostoruid U, Ha uto
oOpaiaer BHUMaHHE TOCYIapcTBO (M TOCYINApCTBEHHOE YIPABJICHHE)
[Reis, Santo, Melao, 2019]. UckyccTBeHHBIN MHTEIIEKT TAKXKe OTIpe/ie-
JSIeTCS KaK CUCTEMa, CIIOCOOHAs! HE3aBHCHUMO MHTEPIIPETHPOBATh BHELI-

' B kauectse smurpaha 3TOro pasuesa MOKHO MPHBECTH OTPHIBOK HEBOMBIION
crateu: «Ilo Mepe TOro, kak Hed)Th BHOCUT CYIIECTBEHHBIH BKJIAJ| B BETUKHE T€OMOH-
tHyeckre KOHQuKTHl XX Beka, MOJIUTHKA JAHHBIX M HCKYCCTBEHHOTO HMHTEIUIEKTA
OBICTPO CTaHET MOJIMTHKOW MEXIyHapoaHOH GezomacHocTH...». [Toxpobuee cm.: Win-
ning the Al Revolution for American Diplomacy // Warontherocks. — 2020. — Mode of
access: https://warontherocks.com/2020/11/winning-the-ai-revolution-for-american-
diplomacy/ (accessed: 01.04.2021).
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HHE JaHHbIE M YUUTHCS Ha HUX IJIS1 IOCTIDKEHUS] KOHKPETHBIX Pe3yJIbTa-
TOB TTOCPECTBOM THOKOM amanTanuu [Kaplan, Haenlein, 2019].

B cBow ouepenp, HEKOTOPBIE HCCICAOBAHMS YKa3bIBAIOT, YTO
«HMCKYCCTBEHHOTO MHTEIJIEKTa HE cyliecTByeT» (Hampumep, [Galanos,
2018] umu [Edwards, 1997], U u poOOTHI ABISAIOTCS UCTOPUIECKUMHU
KoHCTpyKIusamu). PaccmarpuBas MU (1) xak OTHENbHYIO KaTEropwro
MHTEIJIEKTa, KOTOpasl OTIMYAETCs] OT «ECTECTBEHHOT0» HMHTEIUIEKTa M
(2) 9TO MHTEIUIEKT SIBISIETCS HEOTHEMJIEMBIM CBOMCTBOM (H3MUECKHX
cyOBeKTOB (Hampumep, JIFoIeH) Ui 00bEeKTOB (HarmpuMep, poOOTOB) —
JEMOHCTPUPYETCS, YTO HU II€PBOE, HU BTOPOE HEBO3MOXKHO B PaMKax
NPUBBIYHON COIMaIbHON Puaocoduu, Tak KaK HHTEIUIEKT — CUCTEMHOE
SBIICHHUE, a HE CBOWCTBO OT/ENbHON ennHuUIB! [Longino, 2014]. B pam-
Kax MCCJIEJOBAaHUH B COLMAJIbHBIX HAyKax BIOJHE JOMYCTUMO CYLIECT-
BOBAaHUE «30HTUYHOrO» MOHATHA TexHojoruih MU, ompenensromiero
COBOKYITHOCTh TIOIXOAOB, HWHCTPYMEHTOB M QJITOPUTMOB, TaK Kak
OCHOBHOE «mpenomienne» MM — conuanbHoe Bo3neiCTBUE U COLUAIb-
Ho-nionutHueckue 3¢dextsl. VHBIME cloBaMH, ISl HCCIEIOBAaHHUN
COLMANbHBIX M MOJUTUYECKUX IPOLIECCOB HE MMEET 3HA4YEHUs,
HACKOJIBKO «HUCKYCCTBEHEH» WIIN «ECTECTBEHEH)» MHTEIJUIEKT U KaKOB OH
cam [Vallverdu, 2017], ecan paccMmarpuBath ()eHOMEHBI 4Yepe3 IOHU-
MaHHE MHTEJUIEKTa KaK OCHOBHOTO SIBJICHUS C JIIOAbMHU M MallMHAMH B
kadecTBe ero arentoB [Galanos, 2018, p. 362].

HecMoTpst Ha CIOKHOCTH B MOHMMAaHWU U COAEPKaTEIbHOM Ha-
celeHuu TexHonoruu MM, rocyaapcTsa BHONHE «yCIIEIIHOY» BCTYIHIIN
B HOBYI «TOHKY BOOpPYXEHHiIl» B OTHOuIeHMM TexHonoruii WU
[Horowitz, 2018; Sharre, 2019; Brose, 2019]. bomee Toro, TeXHOJIOTHH
HU no noreHuyany ¥ BO3MOXXHOCTSIM CPaBHUBAIOTCA C SICPHBIM OpY-
s)kueM [Payne, 2018], u paxe BemyTCsl AMCKYCCHM O JOIMYCTUMOCTHU
npumenenuss 1 B obmactu simepHoro chaepxxuBanus [Johnson, 2020].
Ecnu ydecTs Bce pa3paOOTKU U MPAKTUYECKHUE PE3YJIbTaThl TEXHOJIOTHH
NU B cdepax 3apaBOOXpaHEHHs, JOTUCTHKH, TPAHCIIOPTa, KOMMYHHUKa-
UM, SKOHOMHMKH H T.II., COBCEM HE yIMBHUTEIBHO, YTO MPABUTEIILCTBA
pasHbIX CTpaH YHeNsitoT Bce Oonbwmie BHMManus MU. Yxke Ooinee
20 cTpaH UMEIOT HALMOHAIBHBIE IPOrpaMMBbI B chepe HudpoBU3aLun 1
MCKYCCTBEHHOTO MHTEIUIEKTa', NPHYEM OJHMMH M3 TOCIHeTHHX (110

! Building an AI World: Report on National and Regional Al Strategies // Ci-
far. — 2018. — Mode of access: https://www.cifar.ca/cifarnews/2018/12/06/building-an-
ai-world-report-on-national-and-regional-ai-strategies (accessed: 01.04.2021).
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BPEMEHH) B CONEPHHYECTBO 32 TMEPBEHCTBO B cepe MuPpOoBU3AINHN U
HCKYCCTBEHHOro uHTesuiekTa Bkmounnauchk CHIA: B sauBape 2019 T.
npesuneHtom CIHA JI. Tpammom noamucaHa COOTBETCTBYIOIIAs Ha-
[MOHAJbHAA TporpaMMa pa3BuTHs W BHenapeHus WM B skoHOMUKY,
cepy 6€30MMacHOCTH U COHAIBHYIO cepy.

Cornacuo oruery «Building an AI World»', manmonansHbie
ctparernn MU BrirrouaroT kKak MUHIMYM BOCEMb HaIlpaBlieHHH (o0iac-
Tel) rocynapcrBenHon nonutuku: (1) uccnenosanus, (2) paBurue Ta-
JaHTOB, (3) HABBIKU W TPyZOBoe Oyxaymiee, (4) MHIYCTPHATU3AIUS TEX-
HOJIOTHH MCKYCCTBEHHOTO WHTEIUIeKTa, (5) aTndeckue cranmaptel MU,
(6) mannpie u mEdpoBas uHbpacTpykTypa, (7) UM B mpaButenscTBe,
(8) MHKITIO3UBHOCTH M COIMATILHOE OJIaronoIydne.

[IpaBuTenscTBa pa3HBIX CTPaH HCIIONB3YIOT Pa3HBbIC ITOIXOJIBI
Jutst pasputus TexHonoruii M. O6mmmMm siBiisercst To, uto MU BiTroua-
€TCs B YHCIIO KITFOYEBBIX (DAKTOPOB Pa3BUTHS M KOHKYPEHTOCIIOCOOHO-
¢t rocyaapcTB. Urto emre 6oiee BaKHO, 3TO OJUH M3 CaMBIX OBICTpO-
pacTymMX HCTOYHHKOB MEXIYHAPOIHONW KOHKYPEHIMH (KaK MexIy
roCyIapCTBaMH, TaK U MEX]Ty KOMIAHHUSIMH).

Temarnueckoe sipo mpodiemaTrky anropurMmuzanun u MU pac-
CMaTpUBaET CIEAYIONINE BOIPOCHL:

— IpUMEHEHHE YCIIOKHEHHBIX aJTOPUTMOB B ITyOJIUYHOM CEKTO-
pe nmomutuku [Mikhaylov, Esteve, Campion, 2018];

— JIOITyCTUMOCTh W TPUMEHHMOCTh OTHPABICHHS TPABOCYIHS
rpu oMoty anroputMoB [Ang, Goh, 2013; Aletras et al., 2016; Chen,
Eagel, 2017; Martin Katz et al., 2017; Liu, Chen, 2018];

— AITOPUTMUYECKHHA TIPOIECC TMPHUHSATUSA TOJUTUYECKUX pelle-
HU® [Kissell, Malamut, 2005; Zarsky, 2016; Coglianese, Lehr, 2017;
Tene, Polonetsky, 2018];

—npo0JeMbl  «YEPHOTO  SIIMKAa» aJrOpUTMOB M DTHKO-
neHHocTHas npobnemaruka [Keskinbora, 2019; Williams et al., 2016;
Martin, 2018; Brozek, Janik, 2019], Brxirodas mpensisitocts (bias),
«ypaBHHBAaHHE», 3 UIMEHHO — HEBO3MOXHOCTh 3(PPEKTUBHOTO aHAIH3a

"Building an Al World: Report on National and Regional Al Strategies. —
2018. — Mode of access: https://www.cifar.ca/cifarnews/2018/12/06/building-an-ai-
world-report-on-national-and-regional-ai-strategies (accessed: 01.04.2021).

? Perspective on Issues in AI Governance report from Google. — Mode of access:
https://ai.google/static/documents/perspectives-on-issues-in-ai-governance.pdf (accessed:
30.04.2021).
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YHHUKaJIbHBIX CUTYyallMd; OTCYTCTBHE MOPAIbHO-HPABCTBEHHBIX OPHEH-
tupoB [Mittelstadt et al., 2016] u tip.;

— IIPUMEHEHHE allTOPUTMOB B BOEHHBIX 1IeJ1six [Payne, 2018 Ayoub,
Payne, 2016; Zegart, Morell, 2019] u / nimm kak HTHCTPYMEHT CJIep>KUBAHUS
(IpuMepOM MOXKET CIIy>KHTh AUCKyccHs 00 ncnonb3oBanuu M B Bompo-
Cax MOHMTOPHHI'A M Pa3BUTHS IPOEKTOB B 00JIACTHU SIEPHOTO BOOPYKEHUS
1 60EeBOT0 JEXKYPCTBA SIIEPHBIX CHCTEM);

— JITOPUTMHUYECKHE PELICHHUS] U UCKYCCTBEHHBIH MHTEIUIEKT B IIpa-
BOOXpaHUTENBHON nesrenbHOCTH [Patil et al.,, 2014; Lum, Isaac, 2016],
B obOecrieueHnn conmanbHOl Oe3omacHocTH [Devereux, Vincent, 2010]
Y TIporHo3upoBaHny npectymHocTr [Nakaya, Yano, 2010; McClendon,
Meghanathan, 2015];

— MU kak Bompoc rio0aibHON 0€30IIaCHOCTH € Y4ETOM KOHKY-
PEHLUN MEXIy HaubOoJiee BIUSATEIBHBIMU U TEXHOJIOTUYECKU MPOJBU-
HYTBIMHU CTPaHaMH .

OOpamasch HEMOCPEeACTBEHHO K crienupuke nmonuManus WU B
CIIA®, B mepByl0 Odepemb OTMETHM HMHWIMATHBY aJMHHHCTPALMH
IIpesnnenta Tpamma «VIcKycCTBEHHBIH HHTEUICKT ATl aMEPUKAHCKOTO
Hapoxa» (Artificial Intelligence for the American People’), koTopas
LIeJICHANIPABIICHHO OIIpEJessieT OCHOBHBIC 3Tallbl U HANPABICHUS pa3-
BUTHS TE€XHOJIOTMH. B cBOIO ouepenp, miiaH (emepaqbHOro ydyacTusi B

! Artificial Intelligence Index 2018 Annual Report. — 2018. — Mode of access:
https://hai.stanford.edu/ai-index-2018 (accessed: 05.05.2021); Report «Building an Al
World: Report on National and Regional Al Strategies» // Cifar. — 2018. — Mode of
access: https://www.cifar.ca/cifarnews/2018/12/06/building-an-ai-world-report-on-
national-and-regional-ai-strategies (accessed: 01.04.2021).

2 Ilns ueneit CpaBHEHUs cienyer ykasarh omnpenenenne MW B HanuonanbHoM
CTpaTeruy Pa3BUTHA MCKYCCTBEHHOTO MHTeJuIeKTa Ha mepuon a0 2030 r., yTBepxIeH-
Holt Yka3om Ilpesunenrta Poccuiickoit @enepannu ot 10 oxtsadps 2019 r. Ne 490: «Hc-
KYCCTBECHHBIIl HMHTEIUICKT — KOMIUIEKC TEXHOJIOTHYECKHX PELICHUH, MO3BOJISIOLINI
UMHUTHPOBATh KOTHUTHBHBIC (YHKIHMH 4YeloBeka (BKIIOYAs caMOOOYyYeHHE M IMOHCK
perieHuii 6e3 3apaHee 3aJaHHOTO aJrOPUTMa) U MONYYaTh NMPH BBIMOJIHEHHH KOHKPET-
HBIX 33/1a4 Pe3yJbTaThl, COMOCTaBUMbIC, KAK MHHHMYM, C Pe3yJIbTaTaMH WHTEIUICKTY-
AITBHOM NIEATENFHOCTH YelIOBeKa. KOMIUIEKC TEXHOJOTHYECKUX PEIICHHH BKIFOYAeT B
ce0s MH(POPMALMOHHO-KOMMYHHKAIIMOHHY0 HHPPACTPYKTYypy, IIPOrpaMMHOe obecrie-
YeHue (B TOM YHCIie, B KOTOPOM HCIIONIB3YIOTCSI METOABI MAIIMHHOTO 00y4eHHs), Ipo-
LIECChl M CEePBHUCHI 10 00pabOTKEe NAHHBIX W NMOUCKY pelIeHHi». — PexuM nocryna:
http://publication.pravo.gov.ru/Document/View/0001201910110003 (maTa mocemieHus:
30.04.2021).

3 Artificial Intelligence for the American People. — 2019. — Mode of access:
https://trumpwhitehouse.archives.gov/ai/ (accessed: 30.04.2021).
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pa3paboTKe TEXHHYECKUX CTAHIAAPTOB M CBA3aHHBIX C HUMH HHCTPY-
menToB «JInaepctso CIIA B obmactn MH»', paspaGorannsii Harpo-
HAJBHBIM MHCTUTYTOM CTaHAApPTOB W TEXHOIJIOTHH, OMPEENsIeT AEBSTh
OCHOBHBIX HarpaBiieHuil cranaaptoB UU: (1) Konnenmuu u tepmuHO-
norus; (2) Hanusie u 3Hanus; (3) B3aumoneticteue ¢ moapmu; (4) Ilo-
kazarend; (5) Cetp; (6) MeTomonorus TECTHPOBAHUS TTPOU3BOTUTEIh-
Hocth u otueTHOCTH; (7) BesomacHocth; (8) YmpaBneHue puckamu;
(9) Hagexxnoctb. Yka3siBaerTcsi, uTo «xoTs omnpenenenus U paznmuua-
I0TCS, JUTSL [IeJIeld 3TOTO IJIaHa TeXHONIOTWHU u cucteMbl UM cuntaroTcs
BKITIOYAIOIIMMHU TPOTPAMMHOE oOecrieueHre U / Wi 000pyAoBaHUeE,
KOTOpPOE MOKET HAYYHUTHCS PeniaTh CIOXHbBIE MPOOJIeMbl, 1enaTh mpo-
THO3BI WIJIM BBITIONHSTH 33/1a4M, TPeOYIOMIHE YeIIOBEYEeCKOTO BOCIIPH-
atus (HampuMmep, 3peHHe, pedb W MPHUKOCHOBEHHWE), BOCIPHSATHE, TO-
3HaHWE, IUTAaHUPOBaHWE, oOy4yeHHWe, OOIIeHHe Wi (QU3NIECKOoe
neiicteue. Ilpumepbr pa3sHooOpa3Hbl u OBICTpO pacmmpsitorcs. OHU
BKITIOYAIOT B ce0sl, IOMUMO IIpoYero, moMoutHukos MU, cuctemsl kKom-
MBIOTEPHOTO 3pEHUs, OMOMEIUIIMHCKHE UCCIIEIOBaHUs, CUCTEMBbI Oec-
MIOTHBIX TPAHCIIOPTHBIX CPEJICTB, MEPEOBOE UTPOBOE IMPOTPAMMHOE
obOecrieueHre M CUCTEMBI PACIO3HABAHUS JIUI], a TAaK)Ke NMpPUMEHEHHE
NN kak B WH(GOPMAIMOHHBIX TEXHOJIOTHSAX, TaK M B OIEPAIIMOHHBIX
TEXHOJIOTHAX) .

OtnenpHO cnemyer oTMeTUTh «O030p CPEACTB yIpaBiIeHUS He-
KOTOPBIMH Pa3BUBAIOIUMHUCS TEXHOJOTUSMI» BIOPO MPOMEBIIIIIEHHO-
cti u GesomacHoct oT 19.11.2018°, koTopsIM ompejensercs:, uto K
NU otHOCATCS TakuMe TEXHOJIOTHH, Kak: (1) HeHpoHHBIE ceTH U TIIy0o-
Koe oOyueHHe (HampuMmep, MOJIEIHPOBAHHWE MO3Ta, MPOTHO3UPOBAHHE

"U.S. LEADERSHIP IN Al: A Plan for Federal Engagement in Developing
Technical Standards and Related Tools: Prepared in response to Executive Order
13859 Submitted on August 9, 2019.— 2019. — Mode of access:
https://www.nist.gov/system/files/documents/
2019/08/10/ai_standards_fedengagement plan 9aug2019.pdf (accessed: 30.04.2021).

2U.S. LEADERSHIP IN Al: A Plan for Federal Engagement in Developing
Technical Standards and Related Tools. Prepared in response to Executive Order
13859 Submitted on August 9, 2019. 2019. — P.7-8. — Mode of access:
https://www.nist.gov/system/files/documents/
2019/08/10/ai_standards_fedengagement plan 9aug2019.pdf (accessed: 30.04.2021).

*Review of Controls for Certain Emerging Technologies A Proposed Rule by
the Industry and Security Bureau on 11/19/2018. — 2018. — Mode of access:
https://www.federalregister.gov/documents/2018/11/19/2018-25221/review-of-
controls-for-certain-emerging-technologies (accessed: 24.04.2021).
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BPEMEHHBIX PsIOB, Kiaccudukanus); (2) SBOMONUS U TEHETUYECKHE
BBIYHMCIICHUSl (HAaImpuMep, TeHETHYECKHE aITrOPUTMBI, TE€HETHYECKOE
nporpammupoBanne); (3) obydeHue ¢ monkperuieHHeM; (4) KOMITbIO-
TEpHOE 3peHHe (HampuUMep, paclo3HaBaHHE OOBEKTOB, NOHUMAaHHUE
n300pakeHni); (5) SKCIEepTHBIE CHCTEMBI (HAIpUMeEp, CUCTEMBI MO/I-
JIEPXKKW pelIeHni, cucreMbl o0ydeHus); (6) obpaboTka peuu W 3ByKa
(HarmpuMep, pacrio3HaBaHUE pedr M MPOU3BOACTBO); (7) oOpaboTka ec-
TECTBEHHOTO S3bIKa (HampuMep, MallMHHBIN mepeBo); (8) rranupoBa-
Hue; (9) o6paboTka ayIMo- U BUACOTEXHOIOTUH (HApUMep, KIOHUPO-
BaHUe Tonoca, nundeiikn); (10) obmaunbie TexHonorun MU wmm xe
(11) mabopsr mukpocxem MU. B nannom 0630pe texnomoruun MU cra-
BATCSl B OJMH PAJ C MAalIMHHBIM OOy4Ye€HHEM M HEHPOHHBIMHU CETSIMU
(KaK TPOSIBICHUEM YCIOXHEHHBIX MaTEeMaTHKO-CTaTUCTUYECKUX ajro-
PUTMOB).

OtnocurensHo nonnmanust UM HenocpencteenHo B cdepe odec-
neyeHus1 0e30MacHOCTH, He0OX0AUMO 0OpaTuThCs K oTyeraM Komuccuu
HAIMOHABLHON GE30MACHOCTH 10 MCKyccTBeHHOMY HTetekty CIIA',
B YACTHOCTH MPOMEXYTOYHOMY IOKIagy oT Hosiops 2019 1. B pasnene
«Hto mbl moapazymeBaeM nog “UN?», kotopslit onpenensier, yro « U —
3TO CIIOCOOHOCTH KOMITBIOTEPHOM CHCTEMBI peraTh IpoOIeMbl U BBIIOJI-
HSTh 33a4d, KOTOpbIE B IPOTHBHOM Cllydae HOTpeboBanu Obl yeloBede-
CKOTO HMHTEIIEKTa. TEXHOJIOTMH HCKYCCTBEHHOTO WHTEIUIEKTA Pa3BHBa-
JMCh Ha TPOTSDKEHUM MHOTHX IECSTWICTHH, BKIIIOYas pPacro3HaBaHHUE
00pa3oB, MalIMHHOE 00y4YeHHE, KOMIIBIOTEPHOE 3pPEHHE, IOHUMAaHHUE ec-
TECTBEHHOI'O SI3bIKa M PACIO3HABAHME PEeYM. DTU TEXHOJIOTHHM HCIOJb-
3yIOTCS JUIs1 PACIIMPEHUS] BO3MOXKHOCTEH JII0JeH M MallliH, IIOMOTrasi UM
NPUHAMATH peleHus] 0ojee BBICOKOTO KayecTBa M ¢ OOJbILEH CKOpO-
cTbio. B pacrymiem, HO Bce ele orpaHuueHHOM Habope obnactel Ma-
IIMHBI MOTYT AOCTUraTh IOKa3aTelield, MOAOOHBIX YEIOBEYECKHM HIIH
MPEBOCXO/SIINX YEIOBEUECKHE, IIyTeM aHaIn3a OOJIBIINX 00bEMOB JaH-
HBIX, BBISBJICHHUSI 3aKOHOMEPHOCTEIl M BBINOJHEHHS MAacCOBOTO IIOWCKa
MOJIE3HBIX OTBETOB, OLIEHOK U PEKOMEHAALMN. DTH CUCTEMBI COBEpIICH-
CTBYIOTCSI [I0 ME€pE IepexoJa OT HKCIIEPTHBIX CHUCTEM, OCHOBAHHBIX Ha

"The National Security Commission on Artificial Intelligence // The
National Security Commission on Artificial Intelligence (NSCAI). — Mode of access:
https://www.nscai.gov/home (accessed: 24.04.2021).

ZInterim  Report. — 2019. — Mode of access: https://drive.
google.com/file/d/1530rxnuGEjsUvIxWsFYauslwNeCEkvUb/view  (accessed:
24.04.2021).
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SIBHBIX MOJIENISIX, K CHCTeMaM MAIlMHHOTO OOYYeHHs, KOTOPhIE MOTYT
YYUTHCA Ha OTBITE M MOBBIIIATH CBOIO TIPOM3BOAUTENEHOCTh, B TOM YHC-
Jie Te, KOTOpble MOTYT YYHTHCS Ha JIOCTATOYHO OOJBIIMX W HAJIEKHBIX
Ha0opax JaHHBIX. JTO CUCTEMBI, MIPETHA3HAYCHHBIC [T PEIICHHS 3a/1a4
U JTOCTHXKEHUS OIIPENeNICHHBIX Ielel, ¢ KOMIETEHIMAMH, KOTOphle B
HEKOTOPBIX OTHOIIEHUSAX MapauIebHbl KOTHUTHBHBIM IIPOIECCaM Yello-
BEKa: BOCIPUATHIO, PACCYXIECHHIO, OOyUeHHIO, OOIICHHUIO, MPHHSATHIO
pemieHnid U AercTBHIO». TakuM 00pa3oM, MOKHO 3aKITIOYUTh, YTO Bia-
ctu CHIA (1) onpenensiror Texaonoruto M makcuMansHo mupoxo (3a-
Y4acTylo OOBEeUHSISI ¢ MAIIMHHBIM O0YYeHHEM W HEWPOHHBIMH CETSIMH),
(2) oTMeYarOT HBOJIOIMOHHYIO MPUPOJYy TEXHOJOTHHU (TIOCTOSIHHOE pa3-
BUTHE M YCOBEPIICHCTBOBaHWE) W (3) CTpeMSATCS THUIOJIOTH3HPOBATh
Texnonornu NMU.

Bonee npenmerHoe paccmotpenue M B KOHTEKCTE HEMOCPECT-
BEHHO JielicTBUI (00OpOHBI, OE301IACHOCTH, BOCHHBIX OIEepannii) mpe-
craBieHo B ordere MccnemoBatensckoii ciyx0b1 Konrpecca «Mckyc-
CTBEHHBI WHTEJUIEKT W HAI[MOHAIbHAas OE€30MacHOCTB» OT aBrycTa
2020 1., rae MIPEJICTABIIEHBI PAa3ITUYHbIE TIOJIXOAB! U BHI3BAHHBIE TAKUM
pa3HooOpa3zueM CII0)KHOCTH, HAayMHash OT CHUCTEM C KOTHUTHBHBIMHU
GYHKIMSIMH Kak Y JIIOJIel U 3aKaHYMBasi aBTOMaTH3UPOBAHHBIM BOOPY-
skeHreM. OJTHAKO caM OTYET COJEPKUT UACHTUYHOE, C MEePEUNCICHHBI-
MU BEIIIIe, mupokoe onpenenenue MU, ucxons u3 pasHooOpas3us mpak-
TUYECKOTO (MPUKIIAHOTO) TPUMEHEHHS TEXHOIOTHH.

3aBepiasi KOHIENTyanu3anuio Texaonoruii MU, crexyer obpa-
TUTh BHUMaHue Ha otyeT OOH «Munurapusanus HCKyCCTBEHHOI'O HH-
TEJUIEKTa» (2019)2, rae ykasbiBaercs, 4yto MU He sBusieTcst eauHoi
TEXHOJIOTHEH, a SBISETCS CKOpEe COBOKYHMHOCTHIO TEOPHH, METOJOB,
TEXHOJIOTHH M TIPUKJIATHBIX CUCTEM Ui CTHMYJIMPOBAaHUS M paciIupe-
HUS 4elloBedecKoro mHTeiriekTa. OTIeNbHO paccMaTpHUBaeTcs Mpu3Ma
MPAKTHYECKOTO BOEHHOTO IMPHMEHEHHUS M BIMSHUS KaK Ha CHCTEMY
0e30MacHOCTH, TaK W Ha CTPATETHIO0 TOCYAapCTB U MEXIyHAPOTHYIO
CTaOMIILHOCTb.

! Artificial Intelligence and National security, august 2020. — Mode of access:
https://fas.org/sgp/crs/natsec/R45178.pdf (accessed: 24.04.2021).

2 The Militarization of Artificial Intelligence, August 2019. — 2019. — Mode of
access: https://www.un.org/disarmament/the-militarization-of-artificial-intelligence/
(accessed: 24.04.2021).
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B pamkax maHHOrO HccienoBaHMS (BKJIOYas €IMHOOOPa3HBIN
cOOp HaHHBIX U METOJOJOTHYECKYIO BaIUAHOCTB) HOO MeXHOR02uel
UCKYCCMBEHHO20 Unmennekma Oyoym noHUMamsCs an2opummudeckue u
KOMNbIOMEPHbIE CUCTEMbL (6 MOM YUCTe NPOPAMMHOe obecheyenue u /
wiu 0bopyoosanue), Komopwvie, 00yYaACb, MOSYM peulams CLOHCHbLE
npobnemsl, Oelamb NPOSHO3bI UIU BbINOIHAMb 3a0ayu, mpebdyouue
YenoBeyecko20 GOCHpUAMUS, NO3ZHABAMb, HNIAHUPOSAMb, 00YHAMbCA,
o0bwamvcs Uy cogepuiams uzuyeckoe oelicmaue, 00A3amenbHo 8 ce-
pe obecneueHus: 6e30nACHOCMU UYL HENOCPEOCNBEHHO 8 BOEHHOI chepe.

Eme pa3 moBropum: B paMKax IOaHHOTO HCCICIOBAHUS Mbl HeE
¢dokycupyemcsi Ha BOCHHO-TEXHHYECKOM wu3MepeHun MU, Ha MHOrO-
JIETHEM Pa3BUTHH aBTOMATHU3UPOBAHHBIX CUCTEM (YIpaBJICHUs) BOCH-
HOr'o Ha3HaueHus. J[eHCTBUTENBHO, pa3in4Hble aBTOMATU3UPOBAHHBIC
CHCTEMBl B BOGHHOM [IeJi¢ YCICIIHO MPUMEHSIOTCS MHOTHE JeCsATHIIE-
TUsl. OTU yclexu 00s3aHbl CBOMM CYILIECTBOBAHHUEM Pa3BUTHIO KHOep-
HETHKUA U COOTBETCTBYIOLIMM HCCIICIOBAHUSAM KOHLIA NEPBOH IOJIOBU-
Hbl — cepeaunbl XX B. OHAKO HBIHEIIHUN 3Tall nocie Beex «3um» U
0co0bIi. BriepBbie B pacriopsbKeHUH M TOCYAAPCTB, U UCCIIEN0BaTeNeH, 1
HETOCYAApPCTBEHHBIX aKTOPOB HAXOMSATCS BBIYMCIIHMTEIIBHBIE BO3MOKHO-
CTH U OIIBIT, KOTOPBIX HE ObUIO mpexae. [ Gonee coBeplIeHHBIE CUCTeE-
MBI CAMOHABECHUSI, CICKEHUS U T.Il. — 3TO TOJBKO YacCTh HPHIOKEHHS
JOCTHKEHUM nocnennux aecstuneruid. Ja, UM coxpanser cnenuanu-
3a1uio (M, BEPOSATHO, OyJeT COXpaHsTh), HO y)K€ cedac OH BBIIIENT 3a
npeaensl 3a1a4 Joporux v HernOkux ACY, KOMIBIOTEPbI «HAYUUIIHCH
«BHJETD, CIBILIATE, IOHUMATh» (IIPH BCEH YCIIOBHOCTH), CIPABJISATHLCS C
OecriperieleHTHO OONBIIMMU oObeMamMH WHopMmarmu. MHbIME clioBa-
mu, U B cdepe GezomacHOCTH — 3TO (Y)KE) HE TOIBKO U HE CTOJBKO
AaBTOMAaTHKa B CIIOKHBIX CHCTEeMax (KMHETHYECKOI0) BOOPYXKEHHUS H
yIpaBJIeHUs BOHCKaMHM, KOTOPas MO-NPEXHEMY BIIOJIHE HaJEeKHO obec-
NIEYUBAET CKOPOCTh U TOUHOCTh BEJEHUSI O0EBBIX ACHCTBUH.

OMIupuyecKas MoJeIb U TaHHbIE

dopmupysT MATEMATHYECKYIO MOJICITh, HAIIl BEIOOP WHIUKATOPOB U
MapaMeTPOB OMPEICIACTCSA aKIICHTOM Ha TO, Ym0 MOIASTCS U3MEPEHHIO
[Fioramonti, Kononykhina, 2015, p. 476]. Pabora ¢ wHmuKaropamui u
MOKAa3aTeNsIMH, B CBOK O4Yepe/b, MOJAYMHEHA HEOOXOAUMOCTH COOIIO-
JIaTh OaJaHC MEXTY noAHOMOU N docmynHocmuio NaHabex [Ibid., p. 477].
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[Tokazarenb cOrNIacOBaHHOCTH (KOHCHCTEHTHOCTH) 0O€30IMacHO-
cti (Security Consistency) ¢hopMupyeTcst TOCpeCTBOM Pa3HHUIIBI ITOKa-
3areneii yrpo3 (Threats) u BozmoxnocTeit TexHomoruit U (Al capability)
pearupoBaTh Ha TaKue yrpo3bl. YKa3aHHOE MOXKHO IPEJICTAaBUTh B BHJIE
0JIOK-CXEMBI.

Al capability ) Threats
L Security Consistency J

Puc. 1
Biok-cxema nmokaszareJisi COrJIacOBAHHOCTH
(KOHCHCTEHTHOCTH) 0€30MACHOCTH

IToka3aTelb COrIacOBaHHOCTH (KOHCHCTEHTHOCTH) O€30I1acHO-
¢t OyJeT, Mo CyTH, OTPaKaTh TO, KAK TOCYJAPCTBO CIIOCOOHO OICHH-
BaTh yrpo3sl (MoKasareib yrpo3) U 00nagaet M rocy1apcTBO HeoOXo-
JUMBIM YPOBHEM BO3MOXHOCTEH Ui WX OTpaxkeHus (TMoKa3aTesb
BO3MOYKHOCTEH).

Takum oOpasoM, dopmyna (1) BeIYHCICHUS WHIUKATOpA COTall-
COBAaHHOCTH 0E30MAaCHOCTH UMEET CIICAYIOIINI BH/I:

Security Consistency = AI Capability — Threats Evaluation (1)

Huouxamop  6osmoocnocmett  Hckyccmeennozo  unmeinnekma
(Al capability). Bonpocsl u3MepeHUil 1 OLIEHKH BO3MOKHOCTEH (capa-
bility) saBnsIOTCS BecbMa aKTyalbHBIM HAIpaBICHHEM B MOJUTHYECKOMN
Hayke (HayMHasi OT COCTaBJICHHS MHAEKCOB TOCYAapCTBEHHOH COCTOS-
TEJILHOCTH (State capacity) W 3aKkaH4YMBas HCCIEJOBAaHHSIMHU OpraHM3a-
UOHHBIX BO3MOXKHOCTEH (organizational capabilities)). [lo cytu, Bce
n3MepeHus «capability» B nuTepaType mpencTaBiICHBl MM Pa3iIMYHbI-
MU PErpecCHOHHBIMH MOJEISIMH ISl BBISBIICHUS CBSI3€H MHAMKATOPOB
W UX BIUSHHUS Ha BO3MOXKHOCTH (capabilities), WM 3KCIEPTHBIMU WH-
TepBbIo [monpobnee cMm. Grant, Verona, 2015, rae npoBoauTcs aHaius3
OCHOBHBIX SMIIMPUYECKHX HCCIIEAOBAaHUN U MX MPOOJIEMHBIX 30H B 00-
JactTu «organizational capabilities»]. OTnenbHBIM HalpaBICHHEM HC-
cnenoBaHuii ¢ 2010-x roi0B ABIAETCS CO3/1aHUE COCTABHBIX MHJEKCOB
«capabilities» Ha HAMOHAILHOM M MEXIYHApOJHOM YPOBHSX (HampH-
Mmep: Global capability index, Composite Index of National Capability).
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B pamkax IaHHOTO HMCClIeIOBaHHS 32 OCHOBY B3SIT METOJOJIOTH-
YeckWii Toaxoxa, wucnonbdyembli B «Global capability index»
[Fioramonti, Kononukhina, 2015] u «Composite Index of National
Capability»', KOTOPBIi, B 4ACTHOCTH, YUHUTHIBACT PACXOBI M (DUHAHCH-
poBaHue BoeHHOH ceprl. O0a nHIeKca npeanonaraT GopMupoBaHue
€IMHOTO WHJIMKATOpa IO CTPaHe, KOTOPBIN MPEACTaBIseT OO0 CyMMy
nokaszareseil KOHKpPETHBIX c(ep, AEICHHYI0 Ha KOJIMYECTBO JaHHBIX
c¢ep. Hampumep, «Global capability index» dbopmupyercst Ha ocHOBe
n3MepeHuil Tpex obnacrelt (dimensions):

— COLMAIBbHO-3KOHOMUYECKas Cpesia: 00pa3oBaHUE, PAaBEHCTBO M
TeH/IEpHOE PaBEHCTBO, LU(POBOE ydyacTHe, HHPPACTPYKTypa KOMMY-
HHUKAI[HOHHBIX TEXHOJIOTHH;

— COLMAIBHO-KYJIBTYpHAsl Cpela: JOBepHe, COIHMANIbHAs ToJle-
PAaHTHOCTbH, YYaCTHE B KOJUICKTHBHBIX ACHCTBUSX H T.11.;

— cpena ynpasienus (Governance environment): WHIUBHIyallb-
HbIE ¥ KOJUICKTHBHBIC BO3MOKHOCTH COLMAIBHON U MOJUTHYECKOH aK-
THBHOCTH, BEPXOBEHCTBO 3aKOHA, IIOJIMTUYECKHUHI JNAJIOT, HOPMATHBHO-
npaBoBast 0a3a rpakJaHCKUX OOBEJUHEHNI U OpraHU3alui U T.]I.

VuureiBas OOJNBIION MacCHB IapaMeTpPOB B KaXKAOH 00IacTH,
(UHABHBIA pacdeT WHAMKAaTopa «capability» mpencraBnser coOoii
CyMMy IOKa3aTesei 1Mo 00JIacTsM, ¢ y4eToM KO3 (GHIMEHTOB OTHOCH-
TEITLHO KOJIMYECTBA KaXI0T0 HHANKATOpa, ACIEHHOH Ha TPH 00JIaCTH.

Cxoxwuit mogxon u npu m3mepenun «Composite Index of Na-
tional Capability». Tonbko B JaHHOM cilydae BBICUUTBHIBAETCS IIECTh
napaMeTpoB (a He Tpu, Kak ¢ «Global Capability Index»), orn cymmu-
PYIOTCS M ICNATCS Ha KOJIMYECTBO ITapaMeTPOB.

Hcxons n3 KOHLENTyalbHOW paMKH ToHMMaHus MckyccTBeHHOTo
MHTEIUICKTa M IeJIed CO3/IaHus MOoKas3aTelsi BO3MOXKHOCTel VcKyccTBeH-
Horo nHTerekTa (Al capability), Mbl Beienmm geTbipe oomactu / chepb:

1. Texnonornyeckas (Technological): yanTeiBaeT TexHOIOTHYE-
CKHE acIeKThl VICKYyCCTBEHHOIO MHTEIUICKTa — IMOKa3aTelId TOYHOCTH
QITOPUTMOB U pe3ynbTaThl mnpoxoxaeHus TtectoB (Turing Test,
Loverace Test u T.1.), @ TaK)Ke TPHUMEHEHHE TEXHOJIOTUH B TOCYAapCT-
BEHHOM YIpaBJICHUH U cdepe Oe30macHOCTH. SIBiseTcss oTpakeHueM
TEXHOJIOTHYECKUX BOZMOXKHOCTEH TEXHOJIOTHH.

' Composite Index of National Capability // The Correlates of War Project. —
Mode of access: https://correlatesofwar.org (accessed: 20.04.2021).
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2. DOxonomudeckas (Economic environment): yauTeiBaeT GuHaH-
cupoBanue texaonornn MM B KOHTEKCTe 00IIEro BOGHHOTO OOJpKeTa.
Mps1 moHuMaem, 9to cdepa 0E30IMacCHOCTH MOXKET UMETh pa3lIUnvHbIe
WUCTOYHHUKHN (PUHAHCHPOBAHUS, BKJIIOYAs 3aCEKpEUYCHHBIE CTaThbH OOJI-
JKeTa, (PMHAHCHPOBaHWE 3a CYET MHBIX CTaTed W pa3/ieioB M T.II., TIO-
STOMY BBIHYKJEHHO OIHpaeMcs Ha IyOIUYHbIe TaHHBIe O (PMHAHCOBOM
MOJIEPKKE TEXHOJOTHH B HEMOCPEICTBEHHO B BOSHHOM OIOJDKETE.
JemoHcTpupytoTcs (GUHAHCOBO-9KOHOMHUYECKHE BO3MOXKHOCTH TEXHO-
noruu; 0e3 (QUHAHCUPOBAHUS M JKOHOMHYECKOTO CTUMYIHPOBAHUS
pa3BUTHE TEXHOJIOTHH M OCOOCHHO ee MpuMeHeHne B cepe obecnede-
HUs1 6€30MaCHOCTH MaJIOBEPOSTHO.

3. Ympasnenune (Governance environment): YYUTBIBAET KOJIUYE-
CTBO TOCYIapCTBEHHBIX KOMIIaHUM, CBA3aHHBIX ¢ TexHosorued UM u
CyILIECTBOBAHME MPABOBOM CaHKLMU Ha Ucnojs3oBaHnue W B BoeHHOMU
ctepe. OTpakaeT TOTOBHOCTh TOCYAapCTBa Pa3BUBATh TEXHOIOTHIO H
MPUMEHSTH BO3MOXKHOCTH TEXHOJIOTHH.

4. CommaneHas (Social environment): y9uThIBaeT 3aHATOCTh Ha-
cesieHus B cepax M 00JacTax pa3padOTKU M MPUMEHEHHUS TEXHOJIOTHH
U n xonmuecTBO crapramnos, (OKycHpYOMUXcs Ha TexHoJoruu. OT-
pakaeT BOBJIICYEHHOCTh OOIIECTBEHHOCTH, a TAK)KE€ BO3MOKHOCTH TOCY-
JTapCcTBa MOOMIIN30BaTh BBICOKONPO(ECcCHOHATBHBIE KaPHI.

Yka3zaHHbIe 00acTH / cephl ¢ MOKa3aTeNsIMU U MX KPaTKOH xa-
PaKTEpUCTUKON pacueTa yKazaHbl B Ta0I. 1.

ArperupoBaHre yKa3aHHBIX obnacteill / cdep SABISETCS 3aKIO-
YUTEIHHBIM 3TaroM (pOpMHUPOBAaHUS WHAWKATOPa BO3MOXKHOCTEH TeX-
Honoruu MU (Al capability), Ha KOTOPOM «B3BEMIMBAIOTCS» ITH 00JIAC-
Tu: TexHonorunueckass 1 JKoHOMUYEcKas noiayyarot Bec «0.25» u3 1, a
00macte Ympasienus: — Bec «0.3» B CBSI3U C COIUATLHO-TTOIMTHIECKOM
3HaYMMOCTBIO JaHHOI 00ylacTH B Bompocax Oe3omacHocTH. 1o cxoxum
motuBaM, ConmanbHas cepa umeer Bec «0.2», HECMOTpPS Ha 3HAYH-
MOCTh TPa)IaHCKOTO OOIIeCTBa M OOIIECTBEHHOW peakiuu, B chepe
obecrniedueHusi 0€30MaCHOCTH HAaceJleHWE «3HaeT TOJIBKO TO, YTO TOCY-
JTAPCTBO CUWTAET TIO3BOJMTEIBHBIM 3HATh». VHBIMH CIIOBaMH, POIb
oOmiecTBa B BOMPOCax BO3MOXKHOCTH TEXHOJIOTHH B cepe OezomacHo-
cTH OyJeT HauMeHee 3HaYlMa Ha PATy C OCTaIbHBIMHU 00IacTsIMU / U3-
MEpPEHUSIMHU.
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Tabmuma 1
HN3mepenust Bo3moxxnocteit UN
Obaacrs / Ioka3zarean Kparkas xapakTepucTuka
c¢epa (dimension)
TexHonornyeckas UT (use of IIpumenenne MM B rocynapcTBEHHOM yIpaBICHUH U
(0.25) technology) BOCHHOI cdepe (da / Hem)
Test CymecrBoBanue Texnonorun MM, npomenmeit Tect
(Turing Test, Loverace Test e.t.c.) (0a / nem)
AA (algorithm |MexuaHHBII MOKa3aTenb «KOPPEKTHOCTH» / TOYHOCTH
accuracy) anroputmoB' (Vision & Image Recognition; Visual
Question Answering; Speech Recognition; Image Gen-
eration, Language Modelling and Comprehension;
Translation; Conversation: Reading Comprehension)
DKOHOMUYECKAs MF (military Boennbie pacxoast Ha I / O0mime BoeHHbIE pacXoabl
(0.25) funding)
Ynpasnenue SC (state T'ocynapcrBennsle kommnanuu o U1 (0a / nem)
(0.3) companies)
LA (legal IIpaBoBast cankius Ha ucnoib3oBanue MM B BoeHHON
authorization) chepe (na / HeT)
CounanbHas JO (job 3aHATOCTh — OTKpBITHIC BakaHcuu (Job openings) /
0.2) openings) KOJIMYECTBO PabOTOCIIOCOOHOr0 HACEICHHS
RS Craprtarbl, CBsI3aHHBIC C HCKYCCTBCHHBIM HHTEIUICKTOM

B pesynbrate popmyna (2) Beruncnenus naaukaropa Al capabil-
ity HMeeT CleIy IO BUA:

0.25 - S(UT,TEST, AA) +0.25 - MF +0.3-5(SC, L4) + 0/2 - X(JO, RS) )

Alcapability = 7

Iie HepBble TpU IOKasaTesss OoTHocATcs K TexHoyorudeckomn
coepe: UT — nokazarens npuMeHeHus / ucnoib3oBanus MU B rocynap-
CTBEHHOM yTIpaBlieHUU U BoeHHOH cdepe, TEST — nokazareib HAIWIHS
texnonoruu WU, mpomenmeit tecthl (Turing Test, Loverace Test
e.t.c.), A4 — mokazaTenb KOPPEKTHOCTH / TOYHOCTH JITOPUTMOB;

OJMH TOKa3aTelb OTHOCHTCS K DKOHOMHYeckou chepe: MF —
nokasaresb ¢puHaHcupoBanus UM B BoeHHOM cdepe;

JIBa TIOKa3aTensl OTHOCATCS K oOnactu Yrpasnenus: SC — mokasza-
TeNb rOCyIapCTBEHHBIX KoMIaHuii B cdepe Al, L4 — nokazarenb HaIM4ns
MIPaBOBOM CaHKIMU HA MpUMEHEHHE TexHonoruu M B BOEHHBIX LETsIX;

"Measuring the Progress of Al Research. Project, metrics and datasets // Elec-
tronic Frontier Foundation. — Mode of access: https://www.eff.org/ai/metrics (accessed:
20.04.2021).
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IBa mokasarens oTHocsaTces Kk CommanbHOl chepe: JO — mokaza-
Tenb 3aHsaToCcTH B chepe U, RS — nokazarens crapramnoB B cdepe M.

Hnouxamop oyenxu yepo3. Ouenke yrpo3 (threat evaluation) mo-
CBSIILIEH OTIENIbHBIN pa3zes CHelnaIn3uPOBaHHON JIUTEpaTyphl, 3a4ac-
Ty10 00bEIUHEHHBII €ANHBIM HalpaBieHneM — OneHKa yrpo3sl U pac-
npenenenue opyxus (Threat Evaluation and Weapon Assignment —
TEWA) (manpumep, [Cocelli, Arkin, 2017; Johansson, Falkman, 2008;
Naeem, Masood, 2010; Naseem et al., 2017; Kumar, Tripathi, 2016]).
TEWA cuuTaeTcsi OCHOBHBIM KOMIIOHEHTOM CHCTEMBI IPOTHBOBO3-
nymrHO# obopoHsl (Air Defense system — ADS). B mocnennee Bpems
HaunboJee paclpoCTPaHEHHBIMHU SBJISIIOTCS MOJENIN Ha OCHOBeE OaiiecoB-
ckux cererd (Bayesian networks) [Kumar, Tripathi, 2016], HeueTkoi
noruku (fuzzy logic/ fuzzy inference rules) [Naeem, Masood, 2010;
Johansson, Falkman, 2008] u cuctem moanep>Kku MPUHATHS PEIISHHHA
(decision support system) [Naseem et al., 2017].

TEWA-Moenu, oCHOBaHHBIE Ha 0al€COBCKUX CETSIX, IIO3BOJIS-
I0T PEOJ0JIeBaTh HEOIPENENICHHOCTH (HemoaHoTa HH(opmanuu 00
00BEKTaxX; OTCYTCTBUE HMH(OPMALMH O COCTOSHUHM HHQPACTPYKTYDBI;
BEPOSITHOCTH U / WIN CIy4alHOCTH B YNPABICHHUH KOHKPETHBIM BOO-
PYXEHUEM H T.J.) IpU MOJeNupoBaHHU. B GailecoBckoM moaxoze me-
pemenneie TEWA-Monmenu copep:kaT mIpelneibl BEPOSTHOCTEH, WU
pacipeqiesieHie BepOITHOCTEH, UTO MO3BOJISICT OLICHUBATh YIPO3bI AaXKe
B CJIy4yae HETOJIHOTHI JAHHBIX.

B cBoro ouepens, Mozxeny, OCHOBaHHBIC HA MPABUJIAX HEUYETKOM
JIOTMKM (KOHLENIMS HEYETKUX MHOMKECTB), CTPOATCS IO MPHUHLMILY
¢byHKIMA  nmpuHaUIeKHOCTH (QYHKIMA wWieHcTBa — membership
function). B Teopun YETKHX MHOXECTB UJIECHBl X YHHBEPCAIBHOTO
MHOXeCTBa X SIBJISIIOTCS OO YieHamH, JU00 He YiIeHaMH MHOXXECTBa
A € X. Takum 00pa3oM, 3Ha4eHUs], IPUCBOCHHBIC X, [TONAAAIOT B AUA-
Na30H, yKa3blBasi CTEIEHb WICHCTBA 3JeMEHTa B (HeueTKoM) Habope, o
KOTOPOM HJET peub. bonbline 3Ha4eHUs! yKa3bIBalOT Ha Oosiee BBHICO-
Kyl0 CTEICHb YJIEHCTBA, B TO BpeMs Kak OoJyiee HU3KHME 3HAUYCHHS yKa-
3BIBAIOT Ha OoJiee HU3KYIO cTemneHp wieHcTBa (degree of membership).
WHpIMH cl0BaMH, IJ11 KOHKPETHOTO KOHTEKCTa MOXKET OBITh TpPYyIHO
OIIpeNIeNINTh YETKUE TPaHMLIBI ([T0Ka3aTeNu / mapamMeTpbl) IepeMeHHOH,
MO3TOMY HCIIOJIb3yeTCsl (PYHKLHSI WIEHCTBA, KOTOpas MO3BOJISIET pac-
CUNTBIBATh CXOXKHE, MO CTENCHM YJICHCTBA, MOKA3aTeNld MEePEeMEHHOI.
JBa BaxkHbIx 3amedanus: (1) oneHka wieHcTBa (membership grades) B
NpaBWIaX HEYCTKHX MHOXECTB HE OTHOCHTCS K OLIEHKE BEPOSTHOCTH
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[Johansson, Falkman, 2008], (2) oTHOCUTETHHO CaMUX MPaBUII HEYET-
KO JIOTHKH OTCYTCTBYET €IMHCTBO B HAyYHON aKaJeMHUYECKOHN cpese —
9acTh HUCCIIEAOBATENEH B IPUHLMIIEC HE IPU3HAIOT TaKOH MOAXOA, CUH-
Tasi €ro CIUIIKOM a0CTPaKTHBIM.

[Ipumenenue cucrem npunsTus pemenuii B TEWA-monpenax
MO3BOJISIET YUYUTHIBATh II0KA3aTeId TIeOWH(OPMALMOHHBIX CHCTEM
(I'MC xapTpupoBaHue ysI3BUMBIX aKTUBOB), HOTOJIHATH MOZAEIb METO-
JaMH IPOTHO3UPOBAHMS, PACHIPEACIIATh U OLEHUBATh «IKOHOMUYECKH
s¢dexTBHOE HazHaueHUe opyxkus» [Naseem et al., 2017, p. 169].
Takum 00pa3oM, cucTeMa NMPUHITHS PELICHUH M03BOJIAET PaCIIUPHUTD
NepeyYeHb MapaMeTPoB B MOJIENH, @ TAKXKE OLIEHUBATH AONOJIHUTEIb-
Hble (hakTOpBI (HampHUMep, SKOHOMHYECKYIO IIeIeCO00Pa3HOCTh) MPH
oueHke yrpo3. Camu TEWA-Mozenu ¢ cucTeMoil NpUHSTUS pelIeHUu
MOTYT CTPOUTHCS Ha OCHOBE MAIIMHHOTO 00yueHus (Hanbosee momy-
JSIPHBIE MOJENIN C JPEBOM peLICHUH; Oojiee MPOABHHYTHIE MOAEIH
OCHOBBIBAIOTCSI Ha TJIyOOKoM oOyueHuH, Hampumep Tactical Air
Combat Decision Support System), Teopunm HTp U JTUHAMHUYECKUX
0alieCOBCKUX CETei.

Otmerum, uto mogenun TEWA noapasymeBaroT CO3JaHHE IOJI-
HOLICHHOHM CHCTEMbl pearnpoBaHMs M HPOTUBOICHCTBUS yrpo3am, uTO
BBIXOJWT 32 PaMK{ JaHHOTO uccienoBaHusi. TakuM oOpa3oM, Ha OCHO-
BE€ UMEIOIINXCS UCCIIEIOBAHUI 110 OLIEHKE YIPO3, B TOM YHCIIE C YYETOM
MacmrtabHoro mera-ananusa (156 myonukanuii uccnenosaaniic TEWA
¢ 1975 mo 2016 r.), mpoBenennoro Hacumowm, Illaxom, Xanom u ap.,
paspaboTaHa MaTeMaTHUECKasi MOJIENb pacueTa yrpos.

Omnenka yrpo3 3a4acTyro npezcrapieHa asyms [Naeem, Masood,
2010] mim tpems [Naseem et al., 2017] sranamu. [IByxaTanHas Moaeib
noapaszymeBaeT (1) OLeHKY U paHXKHUPOBaHUE YIPO3bl, 1 COOTBETCTBEH-
Hoe (2) Ha3HadyeHHe OpyXHs (weapon assignment). TpexatamHas Mo-
nenb coctoutT u3 (1) omeHkn BocmpuaThs yrpossl (threat perception),
(2) pacuera mHzmekca yrpossl (threat index calculation) m cootBercT-
BeHHO (3) Ha3HaueHus opyxus. Kaxnas Mozmenp oLeHKH yrpos o0si3a-
TEJIBHO YYUTHIBAET COOTBETCTBHE YTPO3bl 3AIIMINAEMOMY OOBEKTY /
aktuBy (defended asset).

Kaxnplli 3Tam BKIIOYAaeT pacdyeT KOHKPETHBIX XapaKTEPUCTHK
[Naseem et al., 2017]. Tak, Ha 3Tane socnpusmue yepo3bl PaCCUATHI-
BAIOTCSI KPUTHUECKHE ITapaMeTpbl KOHKPETHOTO THUIIA BOOPYKEHMS (Ha-
NpUMep, KPBUIATOW PaKeThl): CKOPOCTb, BBICOTA, PAIHOJIOKALIMOHHOE
nornepevyHoe cedeHue / 3¢ GeKTUBHAS TOBEPXHOCTh PACCESIHUS PaHo-
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nokaruoHHBIX BoITH (Radar cross-section), MaHeBpeHHOCTH (maneuvering
capability), yron nukupoBanus (dive angle), arakyroniumii Mmomxon
(attack approach) u ap. Pacuer uroexca yeposwi BKIIIOUAeT XapakTepH-
CTUKHM CKOPOCTH, HampaBJeHHs / Kypca, BBICOTHI HajJ YpOBHEM MOpsi,
yrpo3y MaHEBPHPOBAHUS, PACCTOSHHE OT YS3BHUMBIX TOUYEK, YIpo3y
JETaTBbHOCTH M3 0a3bl 3HAHUW U TIP. DTall HA3HAYeHUs. Opydicusi HEelo-
CPEIICTBEHHO YYHTHIBET XapaKTEPUCTHKN UMEIOIETOCS 00OPOHSIONIETO
BOOPYKEHHS U COJICP)KUT MapaMeTphl: (2) yrpo3a Ha3HAYACTCS OPYIKHIO
Ha OCHOBE MHJEKCa Yrpo3sl, (0) yrpo3a ¢ caMbIM BBICOKMM HHIEKCOM
yrpo3sl (T1) Ha3Hawaercs mepBoi, (B) yrpoza Ha3HA4yaeTCs OPYKHIO C
HanOOJIbIIeH BEPOSTHOCTBIO yOUICTBA.

O606menno monens TEWA mpencrasiisier co0oii OIIEHKY U paH-
KHPOBAHUE YTPO3bI 110 TEPEYUCICHHBIM BBIIIC XapaKTEPHUCTHKAM U
pacdeT COOTBETCTBUS OLIEHEHHOH Yrpo3bl 3alIMIIaeMbIM OOBEKTaM /
aKTHBaM, C MOCIIEAYIONIMM OIpeeIeHHeM BOOPYKEeHUs Ul obecrede-
HHS 0e30MacHOCTH 00BbEeKTaM W HeHTpaim3anuu yrposbl. Hemocpenct-
BEHHO OIIGHKY yTpo3bl (0e3 pacmpeneneHus BOOPYKEHHS) MOXKHO
NPE/CTaBUTh B BHIE OJIOK-CXEMBI, TJIe PACCUUTHIBACTCS OOIIee YHCIIo
yrpo3 (IpH OLICHKE W PAaH)KUPOBAHWHU) M BBIBOJIUTCS MTOKA3aTelIb COOT-
BETCTBHS yrpo3bl 3amuiiaeMomy o0bekTy / akTuBy [Naeem, Masood,
2010].

SamnnaeMelil

Onenia u o0rexT/akTHB (defended
PaHKHPOBAHHE YTPO3BI CooTBeTCTBHE asset — DA)
T D
T=TI+T2+...+Tk D=DI1+D2+...+Di
K= obmee wicao i= obmree yncio
yrpos 00BEKTOB

k_//

IToka3zaTenb COOTBETCTBHSA

Puc. 2
baok-cxema 0000mennoii mogesm TEWA
(OLeHKA M paHKMPOBaHUE YIPO3)
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JInst eneld JTaHHOTO MICCIIEIOBAHMS MOKA3aTen BOCTIPHATHS yT-
po3sl (TP) n xapakrepuctuka / tTun yrpo3s! (TT) koHIenTyanmuznposa-
HBI CJIEIYIONIMM 00pa3oM (BCe XapaKTepHCTHKH TPEICTaBICHEI B BUIE
NPOKCHU-TIOKa3aTesei ), yka3aHHBIM B Ta0I. 2.

Tabmuua 2
IMoka3aTejau BOCHPUATHS YTPO3bl M XapAKTEPUCTUKH YTPo3

Kpm"nqecmle nmapaMeTpbl, HCNOJIb3YEeMble /LIl OEHKH YIpo3

Jranbl XapakTepucTHKH
1 2
Bocnpusitue (1. [Tokazatens odpazoBanus (education — Ed) — 6e3 oOyuenus u nepe-
YFp03Ll OATOTOBKHU HACCIICHHA, YTOOBI COOTBETCTBOBATH TEMIIAM TEXHOJIOTH-

(Ha ocHo6a- [4ECKMX WU3MEHEHMH M Pa3JIMUHBIM TUIIAM YTPO3, 3J10YMBINUICHHUKU
Huu cmpame- |CTOIKHYTCSI ¢ MEHBIIIMM KOJIMYECTBOM IPEMATCTBHH MPH TOMBITKE HC-
euil nonp30Bath ys3suMocTd MU', OBpa3oBaHHOE HACENEHHE TAKKE
u HIIA) YMEHBIINT HempexHaMepeHHble omubku. Takum obpasom, sodoe ro-
CyZapcTBO, yKa3bIBaromlee Ha yrpo3sl MV, Ha ypoBHE MONHTHKM amam-
THpYeT 00pa3oBaTeNbHYI0 CHCTEMY K IOBBIIICHHUIO OCO3HAHHS TEXHO-
noruu VWM. B naHHOM uccienoBaHWM MOKa3aTellb 00pa3oBaHus OyaeT
pacCcUUTBIBATbCSA MCXOAs M3 MOKa3aTelel pe3ysbTaToB CTPaHbl IO pei-
THHTY PISA HCKITIOUMTENBHO MO HANpaBIEHUIO MaTeMaTHKH, TaK Kak
MaTeMaTH4eckoe oOpa3oBaHUe SIBIsIeTCS (GyHIAMEHTAIBHBIM I pas-
paborok u npumenenus Texaonorun MU. Pacyer npencrasiser coboit
COOTHOIIEHHE PEHTHHra CTpaHbl B KOHKPETHBIH T'OA K MaKCHMAaJIbHO
BO3MOKHOMY MOKa3aTelto pedTHHra .

2. Tlokaszarenms HOpMaTWBHOTO perynupoBanus (regulation — Reg) —
BOCIIPUSATHE YIPO3 CO CTOPOHBI TOCYlapcTBa OTpaxaercs B cepe Hop-
MaTUBHOIO DEryJIMpOBaHUA. YJIENbHBII BeC HOPMATUBHO-NPABOBBIX
aKTOB, 3aKpeIULTIOMMX (B TOW MIM WHOM Mepe) yrpo3sl CO CTOPOHBI
TexHoJIornu VICKyCCTBEHHOTO MHTEIUIEKTa OyJeT pacCUMTHIBATBCS Ciie-
nyroumM obpaszom: konmaectBo HITA ¢ ynomunanuem texuonorun U
Ha obmiee xonudectso HITA B rog.

3. Iloka3zarens BHyTpeHHUX mateHTOB (domestic patents — DP) — ompe-
JIeTICHHEe BOCIPHUSTHS YTPO3 CO CTOPOHBI TOCYJapcTBa HEBO3MOXKHO Oe3
Hay4YHO-TEXHUYECKHUX MCCIIeOBaHMHI M pa3paborok. s pacuyera maH-
HOTO ITOKa3aTelsi OyIyT YUUTHIBAThCS TOJIBKO BHYTPUTOCYJaPCTBEHHEIE
nateHTsl 1o Tematuke «MckyccTBeHHBII HHTEIEKT». [lokasarens Oy-
JIeT MPEACTaBIATh cOOON yAenbHBIH BeC KONWYECTBA BHYTPEHHHUX IIa-
TEHTOB IO TEMATHKE B COOTHOIIEHWH C OOIINM KOJIMYECTBOM ITaTEHTOB
B paccMaTpHUBaEMBIi T'OJ1.
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[Iponomkenue TadnuIb 2

1 2

Xapakrep / |[laHHBII TOKa3aTenb 33 yMBIBAJICSA KaK JEMOHCTpPAIUs KOHKPETHOTO (H
THI Yrpo3bl |BEIYHCIIIEMOT0) MOKa3aTels Xxapakrepa / Tama yrpo3. K coxanenuro, Ha
(Ha ocnoea- |DAHHBIM MOMEHT OTCYTCTBYIOT YCTOWYMBBIE CTATHCTUYECKHE IIOKa3aTe-
HUu ucciie- | HETOCPEACTBEHHO PEJIEBAHTHBIX TEXHOJIOTHMA N, [IpakTuuecku
oosaHuil, BCE TYEThl M MCCJENOBAHHUS HECYT <«JOKTPUHAIIBHBIM» Xapakrep, a
UHOEKCO6 U  |UIMEHHO: YKa3bIBAIOT, YTO €CTh KaKOH-TO TUN yrpo3sl unu UM obnamgaer
nokazamerelii|ONPENCICHHON XapaKTEPUCTUKON yrpo3bl, OTHAKO HUKAKOIO CTaTUCTH-
omuemos, YECKOT0 MJIM MaTeMaTU4eCKOT0 BhIpAXKEHUsS HET. B cBsA3M ¢ uem npuHs-
9KCnepmuplx |TO PEIIeHNe TOCTPOCHHS YUCICHHOTO0 OMHAPHOTO MOKA3aTels:

O0UEHOK) 0 — Tum / XapakTep yrpo3sl OTCYTCTBOBAJ B CTPAHE B PACCMATPUBAEMOM

rozy;

1 — Tun / XapakTep yrpo3bl NPHCYTCTBOBAN (3a(MKCHUPOBaH / 3aI0Ky-
MEHTHPOBAH) B CTpPaHEe B pacCMaTpUBaeMOM oy,

COTJIACHO CIIE/YIOIIEMY MepeyHIo THIOB / Xapakrepa MU yrp034:

1) yrpo3sl KpUTHUECKO# HHPPACTPYKTYDE;

2) xubepyrpossl / kubeparaku npu nomoumm UM (MU pacumpsier Bek-
TOPBI YIPo3, YS3BUMBIX Ul KMOepaTak, oOHapyKUBask H SKCILTyaTHUPYst
ciabble MecTa CHCTEMBI);

3) xammannu no ne3uH(opmanuu (B ToM gncie Deepfakes);

4) Hapy1IeHue NpaB YesioBeKa (MMeeTcsl B BHIy bias alropuTMOoB, Hapyllle-
HHSI TIEPCOHAIBHBIX JAHHBIX, YTPO3bI OHOMETPHYECKUM JTAHHBIM H T.1.).
COOTBETCTBEHHO YKa3aHHOMY MEpEYHIO, 32 KaKAbli KOHKPETHBIA IO
Oyner dopmupoBaThes mokaszatesnb oT «0» 1o «4». Ecnu B uccnenye-
MOM rofty ObuTH 3a()MKCHPOBaH KAaKOH-TO THII YIPpO3 — BBICTaBIIACTCS
«1y», ecint He OBLTO — «O».

1

Hanpumep, Al Using Standards of Mitigate Risk. Mode of access:
https://www.dhs.gov/sites/default/files/publications/2018 AEP_Artificial Intelligence.pdf  (ac-
cessed: 20.04.2021).

% In each test subject, there is theoretically no minimum or maximum score in PISA;
rather, the results are scaled to fit approximately normal distributions, with means for OECD
countries around 500 score points and standard deviations around 100 score points. About
two-thirds of students across OECD countries score between 400 and 600 points. Less than
2% of students, on average across OECD countries, reach scores above 700 points, and at most
a handful of students in the PISA sample for any country reach scores above 800 points. — Mode of
access: http://www.oecd.org/pisa/pisafaq/ (accessed: 20.04.2021).

3 PaccMaTpHBAHCh BO3MOKHOCTH PAaCueTOB B KaX/IOM THIIE yrpo3. Hampumep, a pasaene
«e3uH(pOpMaIusI», HECMOTPSI Ha CyllecTBoBaHHE [100anbHOro MHAEKca Ne3UH(OpPMAINH, HC-
cnenoBanust EC «PerymupoBanue ne3uHG)OpPMALMU C MOMOLIBI0 HCKYCCTBEHHOTO HHTEIUICKTa»
U T.I. OTCYTCTBYCT Kakas JIM0O CTaTHCTHYecKas 0a3a I pacdeTa HEMOCPEACTBEHHOW ponu /
yrpossl M. PaccmaTtpuBanach BO3MOXKHOCTh pacdeTa, HCXOAs U3 MHAeKca V-dem cBOOOIBI mpec-
cbl (HampuMmep, nokasarens «freedom of Expression», wim mokasatens «the mediay (mum maxke
oTHeNbHYI cyOkaTeropuro «media bias» (v2 mebias)) u ycTOHYMBOro moKa3zarelssi KOJIWYECTBa
yrpo3 WM. IIpeamnonaranocs, 4To yCTOHYIMBEIN ITOKa3aTeb Oy/eT BEIBICH HAa OCHOBAaHUH aHAIHN3a
JIMTEPaTyphl 110 MCCICIOBAHUSAM B3aHMOCBSI3U CBOOOBI MPECCH U KOJINYECTBA CICHEPHPOBAHHON
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nesuHdopmanun npu nomomw MUW. OpHako Takmx MCCiIeaoBaHWil He ObUIO HaWICHO (aHAIH3
npoBoauiics no 6a3am Jstor, Science Direct u EBSCO).

B pazzene «kubepyrpos», HECMOTpSI Ha HallMuWe Pas3inyHbIX MHICKCOB KHOEpyrpo3 (Harpw-
mep, Cyber Threat // Impreva. — Mode of access: https:/www.imperva.com/cyber-threat-index/ (accessed:
05.05.2021); Cybern Risk / Trend Micro. — Mode of access: https://www.trendmicro.com/
en_hk/security-intelligence/breaking-news/cyber-risk-index.html (accessed: 05.05.2021); u T.1.) ¥ Ku-
OepoesonacHocTH (Harpumep, Global Cybersecurity Index v. 4 // The Telecommunication Development
Sector (ITU-D). — Mode of access: https://www.itu.int/en/ITU-D/Cybersecurity/Pages/global-
cybersecurity-index.aspx (accessed: 05.05.2021); IBM X-Force Threat Intelligence / IBM. — Mode of
access: https://www.ibm.com/security/data-breach/threat-intelligence (accessed: 05.05.2021); Cybersecurity:
Let’s get tactical / TechRepublic. — Mode of access: https://www.techrepublic.com/resource-
library/whitepapers/cybersecurity-let-s-get-tactical-free-pdf/ ?ftag=CMG-01-10aaalb (accessed: 05.05.2021)
U T.J1.) HEBO3MOXKHO BBICITHTB OTEIBHO Poitb / 3HadeHne 1.

Boree croxkHast cuTyauus (B KOHTEKCTE HAIMYWs JAHHBIX) C MHBIMH THIIAMH, Hal[PHMEp
OTCYTCTBYET BO3MOXHOCTH OIPEJEIUTh YACIbHBIH Bec / 00bEM MOTCHIHAIBHO IMOBEPracMbIX
yrpo3oii U1 s51eMeHTOB KpUTHYECKOWH HHPPACTPYKTYPBI U T. 1.

4 Tlepeuens copMupoBaH Ha OCHOBAHMM AHATHM3A MPOGHIGHEIX HamMoHamsHEX HITA u
orueroB (Hanpumep, National Security Commission on Artificial Intelligence, Interim Report, 2019. —
Mode of access: https://www.nscai.gov/reports (accessed: 05.05.2021); Artificial Intelligence and
UK National Security: Policy Considerations, from RUSI, 2020 / RUSI. — Mode of access:
https://rusi.org/publication/occasional-papers/artificial-intelligence-and-uk-national-security-policy-
considerations (accessed: 05.05.2021); u T.11.), a TaKKe MEXIYHAPOIHBIX OTYETOB (Hampumep, Attacking
Artificial Intelligence: AI’s Security Vulnerability and What Policymakers Can Do About It, from
Harvard Kennedy School. Belfer Center for Science and International Affairs, 2019. — Mode
of access: https://www.belfercenter.org/sites/default/files/2019-08/AttackingAl/AttackingAl.pdf)
(accessed: 05.05.2021).

Pacuer nokasarenst Bocupustus yrpos (TP), mo cytu, npeacras-
nsieT co0ol cymmy Tokazatenell mpokcu-oopaszoBanust (Ed), mpokcu-
perynupoBanus (Reg) m mpokcu-BHyTpenHux natertoB (DP) u ompe-
nensiercs o gpopmyiie (3) cieayroimumM o0pa3om:

TP =Y (Ed, Reg, DP) (3)

rie: Ed — nokaszarens 00pa3oBaHus;

Reg — mokazarenb HOPMaTUBHOTO PETYJIMPOBAHMUS;

DP — nokazaTtenb BHyTPEHHUX MATEHTOB.

[Tokazarens tuma / xapakrepa yrpo3 (TT) Oyzer npuHMMAaThH
3HaueHue OT «0» 10 «4» M MOXET OBITh BBIPAXKEH CIEeLyIoLer popmy-
noti (4):

Te[0.1...4] (4)
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[IpemaraemMplii OAX0A K OIEGHKE yrpo3 OyJeT OCHOBaH Ha
onienke Bocrpusitus yrposst (TP) u onenke Tuna yrpossr (TT) B coor-
HeceHnH ¢ 3amumaeMbiMu o0bekTamu (DA). Bocnipustue yrpossr (TP)
OTHOCHTEIIBHO TEXHOJOTHU VCKyCCTBEHHOTO MHTEIUIEKTa OCHOBBIBAECT-
Csl Ha aHaJM3¢ HAIMOHAJIBHBIX CTPATErHil 10 0E30IaCHOCTH CTpaH H
HOPMaTHUBHO-TIPAaBOBEIX aKTOB B c(epe OezomacHocTH. Twn yrpossl
(TT), B cBOIO OYEpEb, THIIOIOTU3UPOBAH U3 PEICBAHTHOTO TEOPETHYEC-
CKOT0 0030pa, SKCIIEPTHHIX OLEHOK, MOKa3aTeNeil 1 MHICKCOB U3 MEXK-
JYHAapOIHBIX ¥ HAIIMOHAIBHBIX OTYETOB.

3amumiaembie 00beKTHl / akTuBEl (DA) — TO, Ha 4YTO, MO CYTH,
HaIpaBJIeHbl YIPO3bl TEXHOIOTHH VICKYCCTBEHHOTO MHTEIUIEKTA. YUH-
THIBasi CIEU(UKY HANpPaBIEHHOCTH IaHHOTO WCCIIEIOBAaHUS, C MpakK-
THYECKOH TOYKU 3PEHHS] HEBO3MOJYKHO BBICUMTATH OOIIEe YHCIIO 3aIllu-
IIAeMBIX aKTUBOB / OOBEKTOB. [109TOMY Yy4YHTBIBAaTHCS (YHCICHHBIN
OMHApHBIA TOKa3aTenb) OymyT Bce oOmacTd, ynomuHaemble B HITA
CTpaHBI KaK 3aliuimaembie. [IpuMepHsIil mepeuens' yKasaH B TabL. 3.

Taobmnura 3
IIpumepHbIii nepedyeHb 3alIMIIAEMbIX 00bEKTOB / AKTUBOB

YuciieHHBII MOKa3aTe b
(onpenesenne B HITA)
0 — orcyTcTBYET;
1 — mpHUCyTCTBYyeT.
0 — oTcyTcTBYyeT;
1 — IpUCYTCTBYET.
0 — orcyTcTBYET;
| — mpucyTCTBYeT.
0 — oTcyTCTBYET;
| — IpUCYTCTBYET.
0 — orcyTcTBYET;
1 — mpHuCyTCTBYyeT.

Obnacre, onpeaensiemas HITA

PaszBegnannnie

JlaHHBIE TOCYAapCTBEHHBIX KOMITaHUI

nCpCOHaJ'IBHBIC JIAHHBIC TpaXX1aH

ABTOMOOWMITH C aBTOHOMHBIM yripaBiieHueM (self-driving cars)

ABTOHOMHOE BOOPY’KEHHE (autonomous weapons)

OTne’pHBIM DIIEMEHTOM pacyeTa SIBIIETCS TOKa3aTellb 3HAYUMO-
CTH / IEHHOCTH aKTHBOB / 00beKkTOB. Kymap u TpumaTu yka3slBaroT Ha
BBICOKYIO POJIb y4eTa B MOJIENH MOKa3aTels «3HauYeHHs 3alluThl aKTH-

! TIpumepHbIit mepedens TPoIeMOHCTPHPOBAH HA IMpHMepe pasena o6 MU us:
National Security Strategy of the United States of America, December 2017 //
White House. — Mode of access: https://www.whitehouse.gov/wp-content/
uploads/2017/12/NSS-Final-12-18-2017-0905.pdf (accessed: 19.04.2021).
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BOB (protection value), KOTOpPBI Ha3HaYaeTCS JUIOM, TPHHUMAIOIIIM
pemeHus» u «iexut mexay 0 m 1» [Kumar, Tripathi, 2016, p. 1270].
Takoii oka3aresb HEOOXOAMM JUISl yUeTa pacipeieeHus IPHOPUTETa
yrpo3bl CO CTOPOHBI IMOJUTHYECKUX AKTOPOB M JIUI, MPUHHMAIONIIUX
pemrenue B cdepe odecrieuenns 6e3onacHocTu. [Ipemmaraemas Moaensb
Taoke OyJIeT uMeTh mokaszarensb 3HadyuMocTH (PV) u npuHuMaTh 3Ha-
yeHne ot «0» 1o «1», HO C pacmpenesieHHeM BeCOB. XapaKTepHCTHKA
OLICHWBAHMS NPHUBE/IeHa B TabHIe 4.

Taobmuua 4

IToxka3aTeau 3HAYMMOCTH

(nmn addumpoBaHHbIe
C FOCYAapCTBOM) KOM-
TaHUH TI0 pa3paboTke
texHonoruu MU B
BOCHHO# cpepe u / uiu
B chepe 0e30macHOCTH

1 — npucyrtcTByer.

XapakTepucTHKa
nokKasareJs MIkana Beca Ob6ocHoBaHHe
3HAYHMOCTH

Texnomnorus U1 B 0 — oTCyTCTBYET; 0.3 |3akperuieHHe TEXHOIOTHU B HAIIMOHAIBHOU

Crpareruun 1 — IpUCyTCTBYET. cTpaTernu odecredeHns 6e30NacHOCTH SIBIIS-

HallHOHAIIBHOH ©TCsl HAUBBICIIIUM «IIPH3HAHUEM» CO CTOPO-

6€30IaCHOCTH CTPAHBI HBI TOCY/IapCTBa 3HAYMMOCTH KaK CaMOit
TEXHOJIOTHH, TaK M OTEHIIUANA YTPO3.

OtaenbHbIi rocyaap- |0 — OTCYyTCTBYET; 0.3 |Ecau B paMKax CHCTEMbI FOCYIAPCTBEHHBIX

CTBCHHBII OpTaH 110 1 — mpucyTcTBYeT; OpraHOB B CTPYKType obecriedeHus 6e30-

npobnemaruke M MTACHOCTH CO3/IaH CIelUaNbHbIi OpraH,
THOCBAIICHHBIN TexHojgorun MU — Mbl Mo-
KeM yTBEPKIaTh, YTO TOCYJapCTBO OHpese-
JISIeT BBICOKUI IPHOPUTET NaHHOH TEXHOIIO-
ruu (Bec —0.3).

Hamwonanshas 0 — oTCyTCTBYET; 0.2 |HanwmonamsHas crparerus no MU, XoTs u He

crpaterus no MU 1 — npucyrcTByer. MMEeT NPSAMOT0 OTHOIICHHS K cepe obec-
neyeHus: 6e30MacHOCTH, OJJHAKO B CUILY
crenu(UKH CaMOH TeXHOJIOTHH B OIpeie-
JICHHOH Mepe OyJIeT perinaMeHTHPOBaTh U
BOIPOCHI OE30MACHOCTH.

CoopmynupoBanHoe |0 — OTCYTCTBYET; 0.1 |OTcyTCTBHE OTACIBHOTO PETYIUPOBAHUS

onpenenenne UM B 1 — npucyrtcTByer. (unu, XOTs OB, JOKTPUHAIBHOI'O 3aKperuie-

HaIMOHAJBLHOM HUSl HAMEPEHUsI B BUJIC HALIMOHAIBHOM

CTpaTeru 1o crpaterun) ¢ pokycom Ha MU oTpaxaer He

b poBoit CTOJIb CUJIBHYIO «3aUHTEPECOBAHHOCTH) CO

TpaHchopMaLrH CTOPOHBI TOCYIAPCTBA.

TocynapcTBeHHbIC 0 — oTcyTcTBYyeT; 0.1 |Yuer TeXHOJOTHYECKHX KOMITAaHUH SIBJISCT-

Csl OTPKEHUEM HAIIMYHsi COOCTBEHHBIX (HE
MHOCTPAHHBIX) TEXHUYCCKUX BO3MOXKHOCTEH
(BBIYHCITUTENBHBIX MOLIHOCTEH, IPOrpaMM-
HOro o0ecIedyeH st U TA.) y rocyapcTBa
BBISIBIISITH YIPO3bI TEXHOJIOTHH.

MakcumaabHbIi TOKa3aTelb

1
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Haubonee BaXHBIM W OJHMM U3 KIIFOYEBBEIX MOMEHTOB pacyera
yrpo3 sBIsieTcsl yueT (PakTOpoB M OTHENBHBIX Kareropuit. Hampumep,
[INP-ieatp mpu co3manmn «MHAEKCA MEXIyHapoAHOH Oe3omacHo-
cTH»' yKa3bIBAET HA TPHOPHTET BOCHHBIX (PAKTOPOB Mepes THOOBIMH
WHBIMU (TIONHTHYECKHE (PAKTOPBI, TEPPOPU3M, TEXHOTEHHBIE W TIPH-
ponHbIe (haKTOPHI, SKOHOMUYECKHE (haKTOPHI): «...Bceobmuit momuru-
YECKU WJIM IKOHOMHYECKUH KPHU3HC MOXKHO KaKHM-TO 00pa3oM Iipe-
0JI0JIETh, TIOCIIENICTBUS Jake TII00ATFHON 3KOJIOTHYECKOH KaTacTpodel,
B TOM YHCJI€ W BBI3BAHHOH JEHUCTBUSMH TEPPOPHCTOB — IIYCTh M HE
MOJTHOCTBIO, HO HEWUTpaan3oBaTh... UYTO jke Kacaercs TI00abHOM
SJIEPHOIN BOWHBI — TO 3TO SBIIEHHE MOXXHO CUHTATh TOJHOCTHIO HEOOpa-
TUMBIM | “JIeTaJbHBIM ™ JJIS BCETO YelmoBeuecTBay (CTp. 5). bomee Toro,
MpenoaraeTcsl paHKUPOBaHNWE BHYTPH KKIOW M3 TPYIII 1O MOKa3a-
TEJSIM TII00ATFHOTO, PETHOHANBHBIX U JOKAJIBHBIX (PAKTOPOB Oe3ormac-
HOcTH. B mpeanaraemom moaxoie ykasaHHbIe PaKTOPHI TAKXKE YUTESHBI.
Ucxonst n3 o0mIeit TeopeTHIeCKO pPaMKH HCCIEIOBAHHUS — CEKTOPalhb-
HOTO TIoAXxona aHanm3a cdepsl obecriedeHns: 0€30MacCHOCTH, MPEIo-
>keHHOro KomneHrareHckoi IKOnOoW, BBOAUTCS MoOKazareilb — dakTop
yrpo3sl (TF). dakTop yrpo3s! Hamielr MoJienH MpeICTaBIeH KaK OTHO-
IIEHWEe OLEHKM Ka)JI0M CTpaHbl K OOIIEel OIleHKE IO IMATH CeKTOpam
oe3omacHoctu bappu by3ana.

Tabmnua 5
IHoka3zarenan yrpo3
Caepa / cextop Onucanue [Buzan, Waever, de Wilde, 1998] Ikana oueHUBaAHUS
0e30nacHOCTH
1 2 3
MoauTnyeckas |YTpo3sl CyBEpeHHOCTH, IOCITAaTENbCTBO Ha JITHTHM-|(0 — OTCYTCTBHE;
HOCTb U BJIACTHBIN aBTOPUTET 1 — nokasnbHas;
2 — peruoHajbHas;
3 — MeXJTyHapoHas
Boennas Bce BOeHHbIE BOIPOCHI ONPENEINSIOTCS Kak yrposbl|0 — OTCYTCTBHE;
Oe3omacHOCTH (KpOME MHPOTBOPYECKMX Lenei u|l — jokaibHas;
JIUKBHIALMHN TIOCIICICTBII CTUXHIMHBIX O€/ICTBHUIN) 2 — peruoHaibHas;
3 — MeXJTyHapoaHast
JKoHOMHYECKasi | YTPO3bI SKOHOMHYECKON CTaOMIBHOCTH rocynapctsa|() — OTCYyTCTBHE;
U OTHCTBHBIM JJEMEHTAM JKOHOMHYECKOH cHcTeMsbl|l — okaabHas;
(Hanpumep, 6aHKOBCKOMY CEKTOpPY) 2 — peruoHajbHasi;
3 — MeXIyHapoaHast

II/IH,I[GKC MeXIyHapoaHo# Oe3omacHocTH iSi. OmucaHne U METOIOJOTHUS pac-
yera // [IUP-Llentp. — Pexxum noctyma: http://www.pircenter.org/media/content/files/9/
13462438640.pdf (nara mocemenus: 21.04.2021).
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[IponomkeHue TaOIHUIBL 5

1 2 3

DkoJiornyeckasi|Bce Bompockl oxpykatomeil cpensl Ha Tepputopuu|0 — OTCyTCTBUE;
HallMOHAJIBHBIX TPAHMI] TOCYJapcTBa, B TOM uucie|l — JoKaibHas;
rI00aNbHBIE MEXKIYHAPOIHbIC KIMMAaTHYCCKHE BbI30-|2 — perHOHANbHAs;
BBI, Kacaroluecs rocyaapcTsa (rodanbHOe MOTeIuIe- |3 — MeXyHapoaHast
HUeE, 3arpsi3HEHHE, 030HOBBIHN CIIOW M T.J1.)

CounanpHass  |Bompockl KOIIEKTHBHOW HASHTHYHOCTH (S3BIKOBOIL, |0 — OTCYTCTBHE;
KyJbTYPHOM, PEJIMTHO3HON H T.1.) U OaaHc WASHTHY- || — oKaIbHas;
HOCTH B IoCyJIapcTBe (HampHMep, COOTHOIIECHHE Pa3-|2 — perHoHallbHas;
JIMYHBIX KyIbTYDP H MyJIbTHKYIbTYPATbHOCTB) 3 — MeXXIyHapOJHASI

ITo cytn, dakropsr yrpossl (TF) yuursiBatoTcsi Kak yJaenbHBIH
BEC OTHOIIEHHUS CyMMBI HIKAJIbl OLIEHUBAaHUS Ha MaKCHMAaJIbHOE KOJIH-
4YecTBO OLEHKH cdep Oe3zomacHocTH. MartemaTtmueckas ¢opmyna (5)
pacyeToB MPEeACTaBICHA CIECAYIONM 00pa3oM:

Y (score per sector)

TF = (5)

max score

Oomas ¢gopmyia pacuyera yrpo3 (6) s meneii uccie0BaHms
npejicTaBIeHa HUXKeE:

_ PV-Y.(TP,TT)
DA-TF

TE

(6)

rue:

PV — nokazarens 3Haunmoctd (PVe [0; 1]);

TP — noka3zatenb BOCIPUSATUS YTIPO3;

TT — nokazarensb xapaktepa / Tuna yrpossl (TT €[0; 4]);

DA — mokazatenp yncia 3anminaeMelx 00sektoB (DA = {DAI,
DA2, DA3, ... DAn});

TF — noxazatenb (hakTOpOB yrpo3.

WHbIME crioBamMM, JOTMYECKOe coaepkaHue (OpMysbl MOXKHO
NPEACTaBUTh CIEAYIOMNM o0pa3oM: oueHka yrpos (7E) mpencrasisiet
co0oli OTHOLIEHHUE

CYyMMBI NOKa3aTesnsi Bocupusatust yrpos (TP — kax yeposuvl npeo-
CMaenieHvl Ha YposHe HOPMAMUBHO NPABOBbIX AKMO8 — AKM NOAUMU-
yeckoul 6011 Y TIOKa3aTessl xapakrepa / Tumna yrpossl (17 — kak yepo3wl
npeocmasnienvl 8 OMyemax, penesaHmuol aumepamype) yMHOKCHHON
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Ha 1oKa3artenb 3HAYUMOCTH (PV — kax auya npunumaroujue peuwieHus u
nOIUMUYECKUe aKmopbl OYEHUBAION BAACHOCMb/3HAYUMOCMb Y2PO3) K
NPOW3BE/ICHHUIO TIOKA3aTeNsl 4YHCla 3allMIIaeMblXx OO0BEKTOB
(DA — obvexmul / akmuswl, Ha KOMOpPble HANPABIEHbL YePo3bl) HA TIOKA-
3atenb (axkTopoB yrpo3 (TF — oyenka u pamsicuposanue Cexmopos
bezonacHocmu, K KOMOPbIM OMHOCAMCS YePOo3bl).
VKa3aHHOE MOXHO BBIPAa3UTh B BHJE OJIOK-CXEMBI OLICHKH YTPO3.

Obnactb
nokasartenein
yrpos

3Ha4YMMOCTb % Bocnpuatue Xapakrep/ tvn
(PV) yrpos (TP) yrpos (TT)

MoKasaTesb OUEHKH

yrposbi (TE)

Obnactb

nokasartenei
06LEKTOB, 3almuiaemble %
CceKTopos 06beKTbl (DA)

yrpos

dakTopbl yrpos (TF)

Puc. 3
BJiok-cxemMa mokasaTtesisi OHEeHKH YIrPo3bl

Pe3yabTaThl: IMHAMUKA IPUMeHeHus TexHoJornii U
Ha npumepe CIIIA

Banuauzanus npeacTaBiIeHHOW SMIIUPUYECKON MOIENH MPOBO-
munack Ha ketice CIIIA. Beibop o00ocHOBaH TpeMs OCHOBHBIMHU (paKTO-
pamu: (1) mocTymHOCTH (TpaHCIMAPEHTHOCTH) MAHHBIX O cdepe Oe30-
nmacHocTH; (2) crenuduka CTpaTerwy HAMOHAIBHOW 0€30TacHOCTH
CHIA, mpencTaBistomeld OTASIbHBINA HHTEpEC; (3) TUINPYIOMINe TTO3H-
MU TI0 Pa3BUTHUIO TEXHOJIOTHH, ocobeHHo TexHonoruii MU, B Mupe u
nmoctosiHHOe pasButue (cMm. uccnepoBanusi DARPA), a Taxoke npume-
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HEHHE TEXHOJIOTHI HemoCpeJCTBEeHHO B cepe obecreueHus OGe3ormac-
HOCTH, B TOM YHUCJIE 3a TIpeJIeNIaMH «y3KHUX» BOCHHBIX TPUJI0KCHHN.

[lepBuyHOIt 3amaueii aHanu3a OBLTO OIpe/eNieHHne W 00OCHOBaHHE
BPEMEHHBIX ITPOMEXYTKOB, KOTOpble OyIyT YYHTBHIBATHCA B MOJIEIH.
WNupiMu crioBaMu, HEOOXOAMMO OBLTO BBIAETHTH KOHKPETHBIE TOJBI, IO
KOTOPBIM OyZIeT POBOAMUTHCS cOOp MaHHBIX. Peanmzarust Takoi 3amadu
norpeboBaa W3ydeHHs CTpaTeThil HarmoHasHOH Oe3omacHocti CHIA
Y HOPMATHUBHO-TIPABOBEIX aKTOB ()eIepajIbHOTO YPOBHS O IPUMEHEHUH /
BHE/IPEHUU TEXHOJIOTHI BO BpeMeHHOM oxBate Oonee 20 set. B urore,
aHaIM3y TOJUIeKaT BOCEMb BPEMEHHBIX MTPOMEKYTKOB, & IMEHHO, TOJIa:
1999, 2002, 2006, 2010, 2012, 2015, 2017, 2019. ObocHOBaHHE OTHOCHU-
TEJIFHO aHAJIM3UPYEMBIX aKTOB MIPECTABICHO B Ta0I. 6.

Taobmuma 6
O6GocHoBaHMe AT (BpeMEHHBIX EPHOI0B AHAJIN3A)

1999 |Memorandum on the Use of Information Technology to Improve Our|AnMuHHCTpanus

Society' VY. KnmHrona
2002 |E-government act? AJMUHHCTpALUS
The National Security Strategy of the United States of America® JIx. Byma-mi.

E-Government Strategic Action Plan*

2006 | The National Security Strategy March 2006

Expanding E-Government Making a Difference for the American
People Using Information Technology®

2010 [National Security Strategy. May 2010’ AnmuHUCTpanus
2012 |Digital Government. Building a 21 st Century Platform to Better Serve|b. O6ambt

the American People®

2015 [National Security Strategy. February 2015°
2017 [National Security Strategy of the United States of America. December| A amMuHHCTpAIHS
2017"° J1. Tpamna

2019 |Executive Order on Maintaining American Leadership in Artificial
Intelligence"'

Attificial Intelligence for the American People'”
National-AI-Research-and-Development-Strategic-Plan"

! Memorandum on the Use of Information Technology To Improve Our Society // Authenti-
cated U.S. Government Informatio GPO. — Mode of access: https://www.govinfo.gov/content/pkg/
WCPD-1999-12-27/pdf/WCPD-1999-12-27-Pg2639.pdf (accessed: 05.05.2021).

2 E-government act // Authenticated U.S. Government Informatio GPO. — Mode of access:
https://www.govinfo.gov/content/pkg/PLAW-107publ347/html/PLAW-107publ347.htm  (accessed:
05.05.2021).

3 The National Security Strategy of the United States of America // 2009-2017 Archive of
the U.S. Department of State. — Mode of access: https://2009-2017 state.gov/documents/organization/
63562.pdf (accessed: 05.05.2021).

* E-Government Strategic Action Plan A Road Map for Delivering Services //
U.S. Department of Energy. — Mode of access: https://www.hsdl.org/?view& did=444594 (ac-
cessed: 05.05.2021).
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*The National Security Strategy // White House U.S. — Mode of access:
https://georgewbush-whitehouse.archives.gov/nsc/nss/2006/ (accessed: 05.05.2021).

¢ Expanding E-Government Making a Difference for the American People Using Infor-
mation Technology // Homeland Security Digital Library. — Mode of access:
https://www.hsdl.org/?view&did=468481 (accessed: 05.05.2021).

" The National Security Strategy / The White House President Barack Obama Archive. —
Mode of access: https://obamawhitehouse.archives.gov/sites/default/files/rss_viewer/
national_security strategy.pdf (accessed: 05.05.2021).

® Digital Government. Building a 21 st Century Platform to Better Serve the American
People // Homeland Security Digital Library. — Mode of access: https://www.hsdl.org/?
abstract&did=711162 (accessed: 05.05.2021).

° The National Security Strategy // The White House President Barack Obama Archive. —
Mode of access: https://obamawhitehouse.archives.gov/sites/default/files/docs/2015 national
security _strategy 2.pdf (accessed: 05.05.2021).

' The National Security Strategy // The White House President Donald Trump Archive. —
Mode of access: https://trumpwhitehouse.archives.gov/wp-content/uploads/2017/12/NSS-Final-
12-18-2017-0905.pdf (accessed: 05.05.2021).

' Maintaining American Leadership in Artificial Intelligence // Federal Register. — Mode of
access: https://www.federalregister.gov/documents/2019/02/14/2019-02544/ maintaining-american-
leadership-in-artificial-intelligence (accessed: 05.05.2021).

' Artificial Intelligence for the American People / The White House President Donald
Trump Archive. — Mode of access: https:/trumpwhitehouse.archives.gov/ai/ (accessed: 05.05.2021).

13 National-Al-Research-and-Development-Strategic-Plan // National Science & Techno-
logy Council. — Mode of access: https://www.nitrd.gov/pubs/National-AI-RD-Strategy-2019.pdf
(accessed: 05.05.2021).

Takum 00pa3zoM, aHanIU3UpyeMble IeprHoAbl oxBaThIBatoOT (1) Bce
KIIIOYEBBIE JAThl ONPEIENICHUs] M PETyJMpOBaHUS CTPAaTETMH HalMo-
HanpHOM Oe3omacHocTn CLUA (HanMoHaJIbHBIE CTPATETHMM 3a4acTyIO
OTIPEIEISIOT OCHOBHBIE BEKTOpA HANPABICHHOCTH C(ephl 0OecreueHus
Oe3onacHoCTH), (2) OCHOBHBIE HOPMaTHBHBIE JOKYMEHTHI B cepe Tex-
HOJIOTUYECKOT0 pa3BUTHUsA (HA4YMHAsA OT KOHLEMNIMU 3JIEKTPOHHOTO Mpa-
BUTENIbCTBA, 3aKaHUMBasl HEMOCPEICTBEHHO PETYJINPOBAHUEM TEXHOJIO-
ruii UN), (3) mocnexnue 4eTsipe AAMUHHCTPALUH, YTO IO3BOJISET
MIPOCJIEKUBATh HEMOCPEACTBEHHYIO TUHAMUKY N3MEHEHUH.

[locne ompeneneHus BpeMEHHBIX MPOMEXYTKOB cOOp JaHHBIX
MIPOUCXOANUI TIO €IUHOMY IPOTOKONY MO KaXA0My HHIMKATOpY IO
KaxaoMy roay. OuHaNbHBIN JaTaceT, C DJIEKTPOHHBIMH CCBUIKAMH Ha
KaXIbIi UCTOYHUK W KPaTKUM ONHKCaHHEM cOopa AaHHBIX, HAXOIUTCA
B OTKPHITOM JIOCTYTIE .

" Data AL _Security USA // GitHub. — Mode of access: https://github.com/
AlTurobov/Data_Al Security USA/ (accessed: 29.07.2021).
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TMocne pacuera' MozeTH GBUTH MONyYEHBI CIETYIONIHE TOKa3aTe-
T 1o mapamerpaMm Bosmoowcnocmeii MU (Al capability) n Oyenke
yepos (Threat Evaluation), a Takke 10 NCKOMOMY TIOKa3aTei0 COTJa-
COBaHHOCTH (KOHCHCTEHTHOCTH) Oe3oracHocTH (Security Consistency).
Pesynbrarel npencraBieHsl B Ta0I. 7.

Ta0muua 7
Pe3yabTaThl pacuera moaenu
Tox Bosmozxnoctu HA OueHka yrpo3 CoracoBaHHOCTb 0e30MacHO-
(AI capability) (Threat Evaluation) c1u (Security Consistency)
1999 | 0.19625 0 0.19625
2002 | 0.248425 0 0.248425
2006 | 0.247 0 0.247
2010 | 0.9031422 0.1995818 0.7035604
2012 1.563833 0.3844019 1.1794311
2015 1.604973 0.414918 1.190055
2017 1.639961 0.4498543 1.1901067
2019 | 1.648234 09116182 0.7366158

Pesynprarer B rpaduueckoM BHUAE TpEICTAaBICHBI HIDKE HA PH-
CcyHKe 4.

I'paduk mo3BoIsIET OTCIETUTH NWHAMHUKY W3MEHEHHWH HE TOJBKO
camoro mnokazarelnsi CoriacoBaHHOCTH 0€30TMIaCHOCTH, HO U TT0 KaKIOMY
3HaueHuto OneHku yrpo3 u BosmoxkHocreit MW mo romam. Ilpumeua-
TEIIbHO, KaK MEHSETCS C Pa3BUTHEM CaMO TEXHOIOTHH «3aHHTEPEeCcO-
BaHHOCTB» TOCY/IapCTBA U OIPEeNIeHHEe yTPo3, a TAKKE CTPEMHUTEIHHBIH
pocT Bo3mokHOocTe MU (B rofipl MakCHMaIbHOTO MPOTrpecca B BHIUMC-
JUTENBHBIX MOIIHOCTSX M TIOSBJICHUS HOBBIX alTOpUTMOB), a ¢ 2012 T.
JMMHAMHUKa 0oJiee ToCTymaTesbHas, TAK KaK BCE HOBBIE H HOBBIE «OTKPBI-
TUs» B TeXHONOTHsIX MM uMerT yke He peBOJIOIMOHHBIN, a YBOJIOIH-
OHHBIN XapakKTep.

1 o .
Bce BbIUMCICHUS TPOBOAMIIMCH B OCCILIATHOW MPOrpaMMOi cpefie sl CTaTH-
CTHYECKHH BhrunciieHud u rpaduku R (v. 4.0.5).
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Security Consistency

\ Parameter

/ bt Al capability

~~ Security Consistency

Indicator

Threat Evaluation

1959 2002 2006 2010 2012 2015 2017 2019
Years

Puc. 4
I'padux CorsnacoBaHHOCTH (KOHCUCTEHTHOCTH) 0€30I1aACHOCTH,
Bo3moskHocteii UM, Onenku yrpos (c 1999 no 2019 r.)’'

Jduckyccust u odcyskaeHune

[Ipeanaraemplii moAXon MHOApa3yMeBaeTCs Kak JOIOJHEHHE K
CYLIECTBYIOLIUM M HO3BOJIIET B3MJISHYTh HA JUHAMHUKY Pa3BUTH (3BO-
JIOLMK U TpaHc(opMayy) cUCTeMbl 0€30IaCHOCTH KOHKPETHOTO Io-
CyJapcTBa O] BIMSHAEM TE€XHOJOIMH UCKYCCTBEHHOT'O MHTEIIIEKTA.

[TombiTKa «OOBEKTUBHOTO» aHAJIM3a AWHAMMKH, peaju3yemas Ha
npumepe CIIA, neMOHCTpUPYIOT HEKOTOPBIE NTpenMyLIecTBa pa3pado-
TaHHOM Mozenu. Bo-nepBbIX, MBI MOXXEM OTIEIBHO HaOmogaTh U3Me-
HEHUs KaK B OQUIMATBHBIX olleHKaX yrpo3 (To, KAK u Ha UTO rocy-

"Ha ocu aGerpce pacionoxeHsl Toa, Ha OCH OpIMHAT — HHIMKAaTOpEL Kpac-
Hasl KpUBast TPEJICTABILIET ITapaMeTp BO3MOXKHOCTel TexHonmorun NN, cuuss kpuBas —
napameTp OLCHKH Yrpo3. 3elieHas KpHBas SBJSETCS WLTIOCTPALMel COrlIaCOBAHHOCTH
(KOHCHUCTEHTHOCTH) O€30IaCHOCTH.
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JapcTBO OOpallaeT BHUMAHKUE U ONpelelsieT Kak yrpo3y), a Takke Ha
BO3MOXKHOCTH TexHoJioruu M (B KOHTEKCTE MyOJNYHOIO BOCHPHUSITHS
peanu3yeMbIX HCCIEIOBAaHUM, anmpodaluyd W BHEAPEHHUS Pa3IUYHBIX
anroputMuueckux cucrem HIM). Bo-BTOpBIX, MBI MOXXEM C Y4YETOM
BPEMEHHBIX OTPE3KOB AHAJIU3UPOBATH TO, KaK Pa3BHBANacCh TEXHOJIO-
r'usd, KaKk OHa «IpOHUKala» B cUcTeMy Oe3omacHoctd. Hampumep,
crpemutenbHoe pazputue Texnonoruu MU B nepuon ¢ 2006 mo 2012 r.
(mokazarenb «Al capability» Ha puc. 1) mo3Bommto CIHA wHUIIMIpO-
BaThb M BO3IJIABUTH TEXHOJOIMYECKYIO TOHKY, IOCIIEACTBHUS KOTOPOH
BBIXOJST 32 CYry0O Hay4YHO-HCCIIEOBATEIbCKUE U TEXHOJOTHMYECKHE
npeznensl. B-TpeTbux, OTHENbHBINA aKIEHT Ha OLIEHKE YIpO3 IO03BOJISET
AQHAJIM3UPOBATH MOJUTHUYECKOE BHUMaHKE (OTHOILIEHHE) K TEXHOJIOTHH,
YTO paclIMpsieT CYLIECTBYIOUIYIO AUCKYCCHUIO B IPEAMETHOM IIOJIE T10-
JUTU3ALUHM U CEKbIOPUTHU3ALMK TEXHOJOrWi. B-ueTBepThIX, mpeacras-
JICHHas MOJIeNb O0JIaJjaeT MHTEPIPETANMOHHON MOOMIBHOCTBIO (THO-
KOCTBIO), Y4YMTBIBas, 4YTO cOOMpaeMble MAaHHBIE IPEACTABICHBI U3
pasHbIX oOmacTel (coluaibHas, 3JKOHOMHUYECKAs, IMOJIMTHYECKAs) U C
0ONBIIMM BPpEeMEHHBIM OXBATOM. B-ISTHIX, MOZETb MOXKET OBITh IOJIE3-
Ha /IS NPOBENEHHs CPaBHHUTENBHBIX HccienoBaHuil crtpad. Ilocrne-
JYIOLINE UCCIEA0BaHus OyayT HalpaBieHbl HA IOCTPOCHUE aHAJIOTHY-
HBIX MOZAEJEH Uil OPYyTMX CTpaH W MNPOBEICHHE KPOCCTPAHOBOTO
CPaBHHUTEJIBHOTO aHANN3a KaK 110 €ANHOMY ITOKa3aTeI0 COrJIaCOBaHHO-
¢t 0€30MacHOCTH, TaK U IO OTAEJIbHBIM HHAWKATOPaM BO3MOKHOCTEH
WU u ouieHKH COOTBETCBYIOLIUX YIPO3.

AnpoOanus SMIUPUUECKON MOJENH OLICHUBAHUS CHCTEMbI 0e30-
nacHoct rocynapctsa (Ha npuMepe CILIA) Ha ocHOBe M3MEpEHUs co-
IJIACOBAaHHOCTH 0€30MacHOCTH MPOJEMOHCTPUPOBAIa U HEKOTOPHIE Or-
pannuenus. CienyeT OTMETHTh, YTO caMa JIOTHKA COIJIACOBAHHOCTH
0e30macHOCTH IEMOHCTPHUPYET, YTO YeM MEHbIIE MoKa3aTenb, TeM 00-
Jiee «COoIJIacoBaHa» cUcTeMa 0e30MacHOCTH rocyaapcrsa. MHbIMU ciio-
BaMH, UCXOJS U3 MAaTEMaTHUYECKOH JIOTUKH PAa3HOCTH (MBI BBIYUTAEM U3
MHINKATOpa BO3MOXKHOCTEH WHAMKATOP yrpo3), 4eM Oojblle y rocy-
JapCTBa BO3MOXKHOCTEH M 4eM OO0JIblle TOCYAapCTBO OIpPENeNsieT s
ce0s1 yrpo3, TeM BBIIE BEPOSTHOCTH TOTO, YTO IOKAa3aTelb COTJaco-
BAaHHOCTH CTPeMHUTCs K Hyno. OJHAKO Ha ypOBHE MHTEpPHpPETALUH H
apryMEHTalMM HEOOXOIUMO YUYHUTHIBATh CJIOKHOCTH C OLEHKOH YIpo3.
Hanpumep, rocy1apcTBO MOXET IPOCTO «HE BUIAETH» Yrpo3y (YMBILI-
JICHHO WM ClIydYaiiHo), HO OHa OyzeT cylecTBoBaTh peanbHo. Haobo-
POT, TOCYAAapCTBO MOXET M3JIMIIHE MOJIUTHU3UPOBATH U CEKbIOPUTU3U-
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poOBaTh IeJble CeKTopa (a akKTOpPOB — B ATHUX CEKTOpPax), B pe3yibTare
MoJieNh OyZeT IEMOHCTPHPOBATH BBICOKUI WHAMKATOpP OLEHKH Yrpo3,
HO (paKTHYECKHU 3TH YTpo3bl He OYIAYyT UMETh PEalbHOTO BOTLIOIICHUSI.
B cBoro ouepens, aHamorudHbIe (PIYKTYallid MOTYT TIPOUCXOJIUTH U C
WHAUKATOpoM Bo3MoxkHOCTe MU (korma rocymapcTBo «IpeyBeIrdu-
BaeT» BO3MOXHOCTH M T.A.). Tarxke OONBIIMM OrpaHUYEHHUEM MOXKET
CIIyXHTb OTCYTCTBHE JaHHBIX JJIS HEKOTOPBIX cTpaH. OTIeNsHO clemy-
€T OTMETHTh, YTO Ha JTAHHBIH MOMEHT CII0)KHO TOBOPHUTH O CYIIECTBO-
BaHWUU MOPOTOBBIX 3HAYEHHWH, KOTOPBIe ObUTH OBl ONTHUMAIBHBIMHU IS
MOKa3aTejs COINIAaCOBAHHOCTH Oe30macHOCTH. MHBIMU CIIOBaMH, celdac
MOJIeNTh TIO3BOJISET JINIIh (PUKCUPOBATh, a HE OLIEHWBATH C TMO3UINH
ycnemHocT!H / 3¢p¢GEKTUBHOCTH HAIMOHANBHBIX CTPAaTernid pa3BUTHUS
WU, B ToM uncne B npuioxkeHnu K cepe 6e3omacHocty. [Iposenenue
CPaBHHUTEIBHOTO aHAIM3a C ydacTHeM OOJBIIETO YHCcia CTpaH IO3BO-
JUT BBISIBUTH JTy4IIN€ MPAKTHKU W ONPENCIUTh TPAHUIIBI TOKa3aTess
COTJIACOBAaHHOCTH 0€30MacHOCTH (B CYry00 aHAIMTHYECKHX IIETISX).
[IpemnoxenHass MoJienb HE paccMaTpUBAeT IeJIeHANPaBICHHO
BOCHHBIE MPHIIOKEHUs TexHoJoruu MU, B TOM duncIie 1o mpuduHe TOTo,
YTO CBE/ICHUS O TAKUX MPHIOKEHUSX MOTYT HMETh 3aKPBITHIA XapaKTep
(HampumMep, U TOMy4YeHHs W (MJIM) COXpaHEHHs MPEUMYINECTBa B pe-
aTBPHOM WJIM TOTEHIIMATFHOM KOH(IuKTe). JIrobast Moaens, B TOM 4uC-
JIe TIPEeTeHIYIONIas Ha OTpaXeHHEe CIOXKHOCTH PeajbHOr0 MHUpPA, — 3TO
HEU30eKHOE yNpOIIeHHe peaabHOCTH. Vcronp30BaHHBIE B MOJIEIH TIa-
paMeTpsl OMUCHIBAIOT HE CTOJIBKO PEabHOCTh («HA CaMOM Jeliey),
CKOJIBKO €€ OTpakeHue (M TOHWMaHKE), DJIIEMEHTHl KOTOPOTO COMep-
KaTcsi B OpUIMANBHBIX AokyMeHTax. OTcroma omopa Ha MyOJWYHbBIE
WCTOYHHKH, TPOBEPSIEMBIE M «CUNTAEMbIe» MTapaMeTPhl Ha UX OCHOBE.
Ocob0 oTMeTMM MacmTabupyeMOCTh MOJENH: IOTEHIINATHHO
MOJKHO 3aMeHHTh TexHonoruto NN nroboit npyroit mudpoBoi TEXHOIO-
rueii (Harmpumep, 0OJIaYHbIe BHIYMCIICHHSI, TEXHOJIOTUH CBSI3U 5 g U T.1I.)
U CTPOUTH SMITUPUUYECKYIO MOJIENh COTJIACOBAHHOCTH (KOHCHCTEHTHO-
cTH) 6€30MacHOCTH C YYeTOM KOHKpeTHOHW TexHonoruu. [logpazymesa-
eTcs, 4To cdepbl, Beca U KOI(PUIIMEHTH! OyAyT COXpaHEHBI U IS Y-
roro Tuma IUQPPOBOM TEXHOJOTHH, OJHAKO yKa3aHHOe OyJleT
MPOBEPEHO B MOCIEAYIONINX HCCIECNOBaHUAX. B pesyiprare MOKHO
MPOCIIETUTh TUHAMHUKY M3MEHEHWH CHCTeMbl 0€30MacHOCTH Tocyaap-
CTBa, HO YK€ OTHOCHTEJIIFHO KOHKPETHOTO THIA TEXHOJOTHH, U TaKXkKe
MPOBOJIUTH CPAaBHUTENbHBIA aHaM3 cTpaH. llocnenyromue rccnenona-
HUSl OyayT c(OKYCHPOBaHBI Ha TECTHPOBAHHH BO3MOXKHOCTEW MOJIEIH
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U TpPOBEpKE €€ HHTEPIPETALMOHHBIX BO3MOXKHOCTEH (0COOCHHO B
CPaBHHUTEIBHON NEPCIIEKTUBE).

A.V. Turobov, M.G. Mironyuk
Empirical model for analysis of the dynamics of algorithmization (artificial
intelligence technology) in the field of security by the example of the USA'

Abstract. How does the state security system evolve under the influence of the
artificial intelligence technology? To answer this question, an empirical model is pro-
posed. The model evaluates the state security system (by the example of the USA)
using the security consistency parameter, which estimates how the state perceives
threats (indicator of threats) and whether the state has the necessary capabilities to
counter them (indicator of capabilities) in relation to the artificial intelligence technology.
The model (as well as the conceptualization of the artificial intelligence technology in
the context of the security domain) provides evidence of how security transformations
occur. It serves as a tool for studying the corresponding changes and assessing the state
security system. It is necessary to indicate the limitation of the study: we do not con-
sider direct military applications in the field of automation and algorithms (artificial
intelligence technology).

The validation of the empirical model has been undertaken using the case of the
USA (eight-time intervals are subject to analysis, namely: 1999, 2002, 2006, 2010,
2012, 2015, 2017, 2019). With the development of the technology itself, the “interest”
of the state and the definition of threats, as well as the rapid growth of the capabilities
of the artificial intelligence technology (coincides with the years of maximum progress
in computing power and the introduction of new algorithms) are growing, and since
2012, the dynamic has been linear, since more new “discoveries” have contributed to
evolutionary rather than “revolutionary” growth trajectory.

The developed model is scalable. This feature may be useful in the empirical
security studies: the artificial intelligence technology within the model can be replaced
with other types of digital technologies (for example, big data, cloud computing or 5 g
connection technologies, etc.); thus, empirical models of security consistency under the
impact of other technologies can be developed. The approach proposed allows to under-
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take cross-country comparisons with respect to specific types of digital technologies
and their interactions with the security domain.

Keywords: security; security studies; model; artificial intelligence; threat
evaluation; national security.
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